Linux Notes

shutdown -h now

shutdown -r now  

The ALT-F keys

Let's say, if you were working as a user, 'bob' for example, and you found that you needed to do something as 'root'. You wouldn't have to shutdown the program you were working with. You could just press ALT-F2 and Linux will prompt you to login as a different user, in this case, 'root'. You'd just type the root password and then you can do stuff as 'root'. Pretty cool, wouldn't you say? 

The combination of ALT, plus the F keys will allow you to login as a different user, or as the same user, but to run a different program. All you then need to do is type: 'exit' when your finished, and then press ALT-F1 again to get back to your original terminal.
A preview of virtual terminals in X-window

It's true that the 1990's brought us the era of the graphic user interface, popularized by Macintosh OSes and Microsoft Windows. This gave us the opportunity to have various programs running at the same time. The X-window system of Linux will let you do this as well, but then we can add the concept of multi-user to it. 

If you've been experimenting with your windows manager already, you might want to try one more thing. The combination CRL-ALT-F6 will get you out of your windows manager momentarily so you can login as a different user. Pressing ALT-F7 will get you back to your windows manager again. We'll mention this again in the lesson on X-window. 

alias cp='cp -v -i'
alias rm='rm -i'
alias mv='mv -i'

There is a command that will show you all of the man page that may shed some light on a certain command. For example, if I typed: 

apropos xterm 

I would get something like this: 

resize (1x) - set TERMCAP and terminal settings to current xterm window size
xterm (1x) - terminal emulator for X
terms (5) - database of blessed terminals for xtermset.
xtermset (1) - change settings of an xterm
Mounting another partition of the hard disk.

Many people may have preferred to install Linux along with another operating system. You may have Linux and Windows installed in the same computer. If you would like to access files on the Windows partition you would type the following command: 

mount -t vfat /dev/hda1 /mnt
Backing up your files

Let's face it, computers aren't perfect. Linux is an "almost perfect" operating system, but things do happen and data is sometimes lost. The best way to avoid problems is to backup your files. Linux provides two key programs to do this: 'tar' and 'gzip' 

First we'll start with 'tar'. This programs assembles various files into one package, commonly called a "tarball". Let's say you have some files - notes that you've taken during this course. You have: 

· notes_1.txt 

· notes_2.txt 

· notes_3.txt 

· notes_4.txt 

· notes_5.txt 

and you've placed them in a directory called /linux_course. You want to back them up and keep them on a floppy, let's say. You would type the following command to package them in a tarball. 

tar -cvf linux_notes.tar notes*.txt
First, you have tar, the name of the program. Then you have the options, c (--create) v (--verbose-show what files they are) (f--file -make a file - should always be the last option) Then you have the name of the file you want to create ( linux_notes.tar) and the files you want to backup (notes*.tar). 

This presupposes that you may have other files in the directory that you don't want to include. If you want to include ALL files in a directory, just substitute notes*.txt for *.*. 

If you've got good data storage capabilities (Jaz or Zip drives, a CD writer or a tape backup drive), you might want to back up whole directories along with their corresponding subdirectories. Then you would enter in the directory, let's say /home/bob/ and issue the command: 

tar -cvf bob_backup.tar *
With one asterisk, you will include directories and files without extensions (my_file as opposed to my_file.txt). Be prepared to get a fairly voluminous tarball. 

This is the first step in the backup process. Now let's look at the second step; the compression of these files. 

Using 'gzip'

As we mentioned, 'tar' just assembles the files together into only one file. There is no reduction in the size of these files (the tarball might even be bigger!) Now we would have to do one more thing in order to reduce this file into a more manageable size: use 'gzip'. 

gzip is the preferred compression tool for Linux. To reduce the size of your tar file, you would issue the following command: 

gzip your_tar_file.tar
and the tar file would be compressed. You can also compress a regular file using the same command, but gzip is used primarily with tarballs. 

The result would be a file like this: your_tar_file.tar.gz 

The two file extensions show us that the file is a tarball and it is compressed with the 'gzip' format. You can now proceed to store this as you see fit. 

Putting it all together

'tar' has an option built into it to use 'gzip' to zip the file at the same time you make the tarball. If you add z to the options, and change the name of the file to create to a .gz extension, you have the whole shebang in one step. Our previous example would be modified to this: 

tar -czvf bob_backup.tar.gz *
Remember f should always be the last option.

128 bit rc2

Free s/wan V 2.06 setup for VPN (ipsec.conf)

Apache 2.0 / 2.2 listens port 80 / 8000

https: port 443

Open SSL V2 / 3

TLS 1.0

List devices:

cat /etc/fstab

more /etc/fstab

mount /dev/cdrom/ /mnt/cdrom

umount /mnt/cdrom 

ls –l – list files, with permissions
The "disk free" df command shows the device names, total and used sizes, percentage in use, and where the physical drives are mounted in the filesystem

eject 

umount: /mnt/cdrom: device is busy

eject: unmount of `/dev/hdc' failed

If you want to totally disable apache2 service by hand, you would need to delete every single link in /etc/rcX.d/. Using update-rc.d it is as simple as:

# update-rc.d -f apache2 remove

LILO, you must press [Ctrl]-[x] to exit the graphical screen

boot: linux single

boot: linux emergency

boot: linux rescue

Once you have your system in rescue mode, a prompt appears on VC (virtual console) 1 and VC 2 (use the [Ctrl]-[Alt]-[F1] key combination to access VC 1 and [Ctrl]-[Alt]-[F2] to access VC 2): 

To create an installation boot diskette, insert a blank floppy disk and use the images/boot.img file on the Red Hat Linux CD-ROM #1 with the command dd if=boot.img of=/dev/fd0.

fdisk over Disk Druid

# /sbin/shutdown -r now
When you get the boot prompt, press the Tab key. You should see a list of your distros: 

rh   cald    deb
/etc/sysconfig/network

Files in /etc/sysconfig/network-scripts/

/etc/sysconfig/network-scripts/ifup

/etc/sysconfig/network-scripts/ifdown

Reverse DNS. The usual cure is to rename /etc/resolv.conf

· root@linuxhost sysconfi]# /sbin/ipfwadm -F -l 
 IP firewall forward rules, default policy: accept 
  

·  [root@linuxhost sysconfig]# /sbin/ipfwadm -A -l 
 IP accounting rules 
  

·  [root@linuxhost sysconfig]# /sbin/ipfwadm -M -l 

Reset and Test

Reset

· Get into the /etc/rc.d/init.d directory 

· ./httpd stop 

· ./httpd start 

· ./network stop 

· ./network start 
