Question: 

How to manage version 4.0 modules from a version 4.1 installation.
Answer:

4.1 management consoles will administer both a 4.1 and a 4.0 firewall, however the catch is that you need to have both a 4.1 and a 4.0 license. 
When you install 4.1 it prompts whether you want to install the 4.0 backward compatibility feature. 

This will install the 4.0 tree structure on the drive (if Solaris it'll install the 4.1 /opt/CPfw1-41 and the 4.0 /opt/CKPfw trees). Then you need to install both licenses. For the 4.1 license do the usual 'fw putlic' with the $FWDIR pointing to the 4.1 tree. 

Then for 4.0 change $FWDIR to the 4.0 tree, then do the '$FWDIR/bin/fw putlic' to install the 4.0 license. 

Then change $FWDIR back again to the 4.1 tree and do your 'fw putkeys' for all your firewall modules. You can now manage both 4.0 and 4.1. 

This information is in the release notes, but you have to really read it carefully and follow the steps exactly. CheckPoint seemed to have gone out of their way to make this one difficult.

If your installation is on Solaris be aware that the version 4.0 backward compatibility requires a seperate package to be installed:

CKPfw the VPN-1/FireWall-1 4.0 backward compatibility component

To help you a bit further here are the different packages you will find on your CD.

 

	Package information from release notes

	  


Check Point 2000 Enterprise Suite January 2000



         Products in this CDROM




 ----------------------

The suite includes 2 CDS - one CD for NT, Solaris and Linux and the second cd for AIX, HP and Solaris for x86.

The Check Point Enterprise CD includes the following products:

1. VPN-1 / FireWall-1 4.1

2. FloodGate-1 4.1

3. MetaIP 4.1

4. Reporting Module 4.1

5. VPN-1 SecuRemote / SecureClient 4.1

6. Session Authentication Agent

7. VPN-1 Hardware Accelerator (as an add-on)

8. Check Point Management Clients 4.1

9. Acount Management Client 1.1

10. CVP Manager

11. OPSEC SDK

12. Real Secure 4.1

13. Check Point Utility Package 4.1




 How to use the CDROM




 ---------------------

On Solaris, HPUX and AIX:


Insert the CDROM.


Activate "installU".


This program will guide you through the


installation process.

On Intel based Windows NT:


Insert the CDROM.


The CDROM starts the Check Point integrated VPN


installation program automatically , if for some reason it does not starts automatically then run the demo32.exe which is located under \wrappers\windows

On Linux - for FW-1 installation


   Insert the CDROM


   Follow the Linux release notes. 

           For Meta IP installation

           Follow the Meta IP release notes under Docs.




Installation without a CD reader




--------------------------------

1. ftp or copy to the target system from the CDROM the package you wish to install.

2. Install the package as documented in the "Getting Started" guides.

   (example: using pkgadd or by double clicking on setup.exe).

3. If you need to install FloodGate-1 this way, make sure FireWall-1 is already installed.




 Contents




 --------

Readme.txt

- This file (Unix format)

ReadmeNT.txt

- This file (Windows format)

aix



Add-Ons         4.0 FW-1 package

        CKPfw 

the VPN-1/FireWall-1 4.0 backward compatibility component


CPfw1-41
VPN-1/FireWall-1 including X/Motif GUI


CPsmc-41        MetaIP SMC

        CPAcountMgmtClnt-11   Account Management Client 1.1

        patches         VPN-1/FireWall-1 4.1 SP1, VPN-1/FireWall-1 4.0 SP5,Check 

Point management client 4.1 SP1

Docs


One folder/directory with documentation for




VPN-1/FireWall-1, FloodGate-1, MetaIP, OPSEC




and Reporting Module




Also includes Acrobat .PDF Files Readers

hpux


Add-Ons

load agent, HP Open View AddOn


CKPfw 

the VPN-1/FireWall-1 4.0 backward compatibility component





(includes also a tar format of the packages which





should be used when a CDROM driver is limited





in the depth of directories it can read.)


CPfw1-41
VPN-1/FireWall-1 including X/Motif GUI





(includes also a tar format of the packages.





the tar file should be used when a CDROM driver is 

                       limited in the depth of directories in can read.)


CPsmc-41
MetaIP SMC


CPdhcp-41
MetaIP dhcp server


CPdns-41        MetaIP dns

        CPAcountMgmtClnt-11   Account Management Client 1.1

linux


CPfw1-41
VPN-1/FireWall-1

        CPsmc-41
MetaIP SMC


CPdhcp-41       MetaIP dhcp server


CPdns-41
MetaIP dns

netware



CPuat-41        MetaIP uat

solaris2


Add-Ons

load agent, fwuam, HP Open View AddOn, 4.0 FW-1 package,VPN                 

hardware accelerator


CKPfw 

the VPN-1/FireWall-1 4.0 backward compatibility component


CPAcountMgmtClnt-11   Account Management Client 1.1


CPfw1-41
VPN-1/FireWall-1


CPgui-41
X/Motif management client


CPtc-41
        FloodGate-1


CPsmc-41        MetaIP SMC


CPcvpm-41       cvpm 4.1

        CPdhcp-41       MetaIP dhcp server

        CPdns-41        MetaIP dns

        CPdtm-41        a combined package of NetSO, Policy server and Malicious ....

        CPopsec-41      opsec 4.1

        patches         VPN-1/FireWall-1 4.1 SP1, VPN-1/FireWall-1 4.0 SP5,Check Point management client 4.1 SP1,FloodGate-1 4.1 SP1

solaris2-i86


Add-Ons

load agent, 4.0 FW-1 package

        CKPfw 

VPN-1/FireWall-1 the 4.0 backward compatibility component


CPfw1-41
VPN-1/FireWall-1

        patches         VPN-1/FireWall-1 4.1 SP1, VPN-1/FireWall-1 4.0 SP5

windows



Add-Ons

4.0 FW-1 package,VPN hardware accelerator, MetaIP mibs, load Balancer and FindDHCP,OsmUpgrade.exe - for OSM users upgrading to OSE CPFireWall1-41 VPN-1/FireWall-1 (includes the 4.0 backward compatibility component)


CPMetaIP-41
       MetaIP for Intel


CPMgmtClnt-41
       Check Point management client


CPReporingClnt-41     Reporting Client


CPReporting-41
       Reporting Module


CPSecuRemote-41
VPN-1  SecuRemote and SecureClient for Win95, Win98 and WinNT


CPtrafficCtl-41
FloodGate-1


CPSessionAgt-41
Session Authentication Agent


CPAcountMgmtClnt-11    Account Management Client 1.1

        CPcvpm-41             CVP Manager a combined package of NetSO, Policy

        CPdtm-41              server and Malicious ....

        CPopsec-41            opsec 4.1

        CPRealSecure-41       Real Secure 4.1

        CPUtil-41             Check Point Utility Package 4.1

CPVisualPE-41   visual policy editor 4.1


