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Introduction

Despite the fact that Nokia has worked hard (and has mostly succeeded) at
making Voyager the focal point of system configuration and monitoring, at times
it is not adequate, and sometimes when power users want to stray from its grip
and drop into the more familiar and powerful command shell. IPSO 3.6 has
made this switch much easier with the addition of CLISH, the new Nokia com-
mand-line configuration shell.

Let’s talk first about the IPSO boot sequence and how to use the boot man-
ager. When things really go badly, we talk about how you can use system debug-
ging tools to assist your interaction with Nokia support.

The IPSO command shell is simply the UNIX C-shell, or csh, so it is pos-
sible to write shell scripts using the shell built-in commands and system binaries.
The shell and system binaries provided are based on those from FreeBSD 2.2.6,
so if you need a command reference, you can use those UNIX manual pages,
which you can find on the Internet. A good, useful subset of the FreeBSD base
installation is part of the IPSO operating system. One section is devoted entirely
to using the CLISH shell, new in IPSO 3.6.

Using the shell means you have access to all your familiar UNIX commands:
vmstat, netstat, ifconfig, tail, grep, df, and many others.Various other useful utilities,
such as Perl and the Bash shell, have been ported to IPSO. (See Appendix B for
details on getting and installing these packages.) We will talk about some of the
most useful commands for troubleshooting and show you when you might want
to use them. In those rare cases where we must use Voyager, we will stick to the
lynx interface, to remain as close as possible to the command line.

Understanding the Boot Manager

The Nokia boot manager is a small program that runs just after system startup but
before the operating system kernel is loaded into memory. Its main function is to
load the kernel from disk into memory, which then handles normal system
startup and initialization. Nokia’s boot manger has gone through several changes
over the years and has been present on the system hard drive, a specially for-
matted diskette drive, or (most recently) in flash memory, the latter to ease
upgrades and provide some measure of resiliency in the event of a hard disk
crash. The boot manager will, if left unattended, simply bootstrap the system with
the default kernel image, but it can be interrupted and given options from a
rudimentary command shell. This functionality is typically useful, for example, to
boot into “single-user” or nonnetworked mode for system maintenance.
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The boot manager in the IP300, IP500, and higher series allows you to do
various things that would be impossible if your Nokia device were already
booted fully. Chief among these tasks are the following:

®  You can perform a factory default installation.

B You can boot from an alternate kernel and/or an alternate device.

The boot manager in the IP400 series of Nokia appliances is limited to allowing
you to perform a factory default install, and then only from a boot diskette.

Single-User Mode

Before we can begin discussing the boot manager, you need to understand a
system mode called single-user mode. This mode of operation is used frequently for
performing system maintenance (such as upgrading the boot manager, for
example) and is considered “safer” for such actions because it is nonnetworked
and has fewer services running. The normal mode of operation of your Nokia
appliance 1s called multiuser or networked mode.Your Nokia will boot into mul-
tiuser mode by default if it is allowed to boot unattended. Single-user mode must
be forced at the boot manager prompt. The procedure for entering single-user
mode difters depending on the model of Nokia you are using.

The 1P440

To get your IP400 series appliance into single-user mode, reboot or power-cycle
it from a console connection. When you see the boot: prompt, you must enter -s
and press Enter within 10 seconds or the device will boot into its normal mul-
tiuser mode of operation. Once the boot process into single-user mode is com-
plete, you will be asked to Enter pathname of shell or RETURN for sh:.
Just press the Enter key to get a command shell. To exit, simply type exit or
press Ctrl + D (hold down the Control key as you press the D key). This key
combination causes you to leave single-user mode and restart the system.

The IP300 and IP500 or Higher Series

On an IP500 or higher series device, you will see the text Entering autoboot mode.
Type any character to enter command mode during the startup sequence, at which
point you can press any key before the 5-second timeout to get to the boot man-
ager prompt. To get into the boot manager on an IP300 series device, wait until
you see the Verifying DMI Pool Data line in the boot sequence, then press the
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number 1 to start loading boot manager. At this point, the procedure is identical
to the IP500 series: Just wait until you see Type any character to enter command
mode, then press any key before the 5-second timeout to get to the

BOOTMGR [0]> prompt. Now type boot —s and press Enter. Again, after the
system boots, it will ask you to Enter pathname of shell or RETURN for sh:. Press
the Enter key to get a command shell. To exit single-user mode, type exit or
press Ctrl + D. Either choices causes you to leave single-user mode and restarts
the system.

In both cases, pressing any key before the configured timeout period at the
boot sequence prompt will stop the timer and keep you in the boot manager
until you exit or resume the boot sequence manually. We discuss booting manu-
ally in the section “Boot Manager Commands” later in the chapter.

NoTE

It is also possible to enter single user mode from a running system. Type
kill -TERM 1 (you must be logged in as admin on a console for this to
work) to send the init process a TERM signal and force entry into single-
user mode. The same thing can be accomplished by typing shutdown
now from a console login.

Understanding the IPSO /image Directory

Nokia has devised a clever way of saving old IPSO images and file systems and
making them available after upgrades in the event a downgrade is ever necessary.
As we discussed in Chapter 2, the file /image/current/kernel points to the kernel
image that is booted by default when your Nokia system is left to start unat-
tended. In practice, there is more going on under the hood than merely a sym-
bolic link to a kernel image file.

Let’s take a look at the directory structure of /image in detail. In Figure 8.1,
we see that /image/current is actually a symbolic link to the directory IPSO-3.5-
FCS6-05.02.2002-024900-1005, which itself contains almost an entire IPSO file
system tree. Executing the uname —a command shows us that this is indeed a
Nokia with IPSO 3.5 FCS6 installed and running. Executing a c¢d /image/
IPSO-3.5-FCS3-03.26.2002-011300-976 command places us in the previous
IPSOs file system tree, so we can see our previous kernel image file as well as the
/bin, /usr, /sbin, and /etc directories of the old IPSO. So where do the current
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system’s /bin, /usr, /sbin, and /etc directories point? To the corresponding direc-
tories in the /image/current directory, of course. If you execute an Is — /etc com-
mand, we see that /etc is merely a symbolic link to /@sys/etc. We would see a
similar pattern for /bin, /usr, /sbin, /web, and /dev. @sys is merely Nokia’s link
to whatever directory /image/current points to. To see this, type Is =1 /@sys,
which shows exactly the same output as when we executed Is —I from the
/image/current directory.

Figure 8.1 A Trip Through the IPSO /image Directory

[ 1 Shell - Konsole s
Session Edit View Seftings Help

bash# cd /image =
bash# 1s -

jtotal 2

drucr=xr-x 11 root  wheel 512 Apr 25 14430 IPS0-3,5-FC53-03,26,2002-011300-976

druxr=xr-x 11 root  wheel 512 May 8 18115 IPS0-3,5-FC56-05,02,2002-024500-1005

lruxcr-xr—x 1 root wheel 36 May 8 18i16 current -3 IPS0-3,5-FCS6-05,02,2002-024300-1005

bash# cd current

bash# 1s -1
total 35525

“ru-r--r-— 1 root  uhesl 22 May 2 01356 ,description
—ru-r--r-— 1 root uhesl 123 May 2 01352 YERSION
druxr-xrx 2 root  uhesl 3072 Auz 9 14:58 bin
druxr-xrx 2 root wheel 512 Mag 2 01:56 bootmgr
druxr-xrx 2 root  whesl 512 May 2 01:52 cdrom
ruxr-xr-x 3 Toot  wheel 15360 May B 18:15 dev
rwxr-wrx 8 root  wheel 2560 May B 18:17 ste
“ru-r--r—— 1 root wheel 29035522 May © 18:16 ipso.tsz
“ruxrxrox 1 root wheel 3457024 May 2 01339 kernel
-ruxr-xr-x 1root wheel 3805184 May 2 01339 kernel.debug

druxr-xr-x 2 root  uwheel 612 May 2 0L1:52 mnt
druxr-xr-x 2 root  uwheel 1024 May 2 01:49 shin
druxr-xr-x 7 root uwheel 5612 May 2 01:40 usr
jcruxr-xr-x B root  wheel 612 May 2 01:50 weh
bash# cd /image/IPS0-3,5-FC53-03,26,2002-011300-976/
bash# ls -1

jtotal 35617

-ru-r--r-- 1 root uwheel 22 Mar 25 22:51 ,description
-ru-r--r-=- 1 root wheel 128 Mar 25 22148 YERSION
druxr=xr-x 2 root  wheel 2660 Mar 25 22148 bin
drur-xr—x 2 root  wheel 512 Mar 25 22;51 bootmgr
drur—xr—x 2 root.  wheel 512 Mar 25 22148 cdrom
jchruxr-xr-x 3 root. wheel 15360 Apr 25 14:30 dev
jchruxr-xr-x 8 root. wheel 2560 Apr 25 14133 sto

—ru-r--r—— 1 root whesl 29028828 fApr 25 14330 ipso,tez
—ruxrxrx 1 oot uhesl 3457024 Mar 25 22140 kernel
—ruxrxr-x 1 root whesl 3605184 Mar 25 22:40 kerrel,debuz

chruxr-xr-x 2 root. wheel 512 Mar 25 22148 wnt
chruxr-xr-x 2 root wheel 1024 Mar 25 22:d46 shin
chruxr-xr-x 7 root  wheel 512 Mar 25 22:41 usr
chruxr-xr-x 8 root  wheel 512 Mar 25 22:47 weh

bash# urame —a
IPS0 wsgh 3.5-FLS6 releng 1005 05.02,2002-024900 i396
bash# 1s -1 7etc

Lruxr-xr-x 1 root wheel 8 fpr 25 16:17 jete -> Beusdetc
bosh# 1s -1 /Bsys

total 35525

-rw-r--r-- 1 root  wheel 22 May 2 01:56 ,description

-rw-r--r-- 1 root  wheel 129 May 2 01:52 VERSION

jdruxr-xr-x 2 root  wheel 3072 Aug 9 14:58 bin

cruncr-xrox 2 root wheel 512 May 2 01:56 bootmgr

cruncr-xr-x 2 root wheel 512 May 2 01:52 cdron

drucr-xrox 3 root whesl 15360 May & 18115 dev

cru-xrox 8 root whesl OBE0 May 8 18117 etc

-rw-r—-r-- 1 root wheel 29035522 May B 1B:16 ipso.tgz

“ruxr-xr—x 1 root whesl 3457024 May 2 01:39 kernel

~ruxr-xr-x 1 root whesl 3805184 May 2 01333 kernel,debug

ciruxr-xr-x 2 root uhesl 512 May 2 01352 mnt

ciruxr-xr-x 2 root whesl 1024 May 2 01349 shin

ciruxr-xr-x 7 rook uhesl 512 May 2 01340 usr

ciruxr-xr-x B root uhesl 512 May 2 01:50 weh -
bash [] =

@ [ [

Boot Manager Variables

Now we have enough background information to talk about how IPSO’s boot
manager works. The boot manager operates by referencing some user-definable
variables that are given sensible defaults when your Nokia device is shipped. Table
8.1 lists each variable and its purpose. This section discusses how to change the
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Table 8.1 User-Definable Boot Manager Variables

Variable Name Meaning Factory Default
Value
autoboot Do we wait for bootwait seconds at  Yes

the boot manager prompt during
startup before continuing

unattended?
boot-device Device to load the boot-file from wdO
boot-file Kernel image path /image/current/

kernel

boot-flags Flags to pass to the kernel -X
-X Do not identify the flash disk as wd0 N/A
-d Enter the kernel debugger as soon N/A

as possible during startup
-S Single-user mode; admin password N/A

may be needed if console is marked

“insecure” in /etc/ttys
-v Verbose mode N/A
bootwait The amount of time to wait at the 5 seconds

boot manager prompt for user input
before continuing

NoTE

If you set autoboot to No, your Nokia device will stop at the boot man-
ager prompt during startup and wait indefinitely for your keyboard
input. In this case, you would need to manually enter the boot command
from a console connection to get the system up and running.

Boot Manager Commands

Once you are at the boot manager prompt, you can enter various commands.
Here is a list of those commands with sample uses:

®m  printenv Prints all variables and their values to the screen.

m  showalias Shows alias list in volatile memory. Eight aliases are available.
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sysinfo Shows CPU, memory, and device information.

Is The syntax of this command is Is device path; this will view the con-
tents of a directory given by path on the device device. For example, Is
wdQ /image/current will list the contents of the currently active IPSO
directory tree.

setenv This command is used to set environment variables. The syntax
you should use is setenv name value. For example, to change the default
5-second boot timeout to 10 seconds, enter setenv bootwait 10.

unsetenv This command unsets or clears the environment variable
given to it by name. So, for example, unsetenv boot-file clears the boot-file
variable. Note that unsetting autoboot will not clear it but will set it to
No. Similarly, unsetting bootwait will set that variable to 0.

set-defaults Resets the given environment variable back to its default
value, so set-defaults bootwait would set bootwait back to 5 seconds. If you
use set-defaults with no arguments, the system resets all the boot man-
ager environment variables to their default values.

setalias Used to set an alias. An alias allows you to substitute one name

for another. The syntax for this command is setalias <name device>, where
name 1is the alias you want to create, and device is the name of the device

you want to alias. Note that disk is a predefined alias for wd0.

showalias Displays a list of all the currently defined aliases.

unsetalias Used to delete or undefine an alias. The syntax for this com-
mand is unsetalias <name>, so the command unsetalias disk deletes the
alias named disk that you defined earlier.

halt Used to halt the system, which is typically followed by the system
being powered off. Note that halt can also be used from a multiuser or
single-user shell and is the safest way to power off your Nokia device,
since it makes sure that all mounted file systems are unmounted.

help Show help for the various boot manager commands.

boot The boot command is used to boot the system manually. It allows
you to specify that you would like to boot from a specific device, with
a specific kernel image, using explicit kernel flags. It is sometimes useful
to restore a system that has been rendered unbootable by a failed
upgrade or corrupt kernel image. The syntax of the boot command is

247
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boot <boot-device> <boot-file> <boot-flags>. For example, typing boot
wd0 /image/current/kernel.old would boot the kernel named
kernel.old in the /image/current directory on device wd0. Typing just the
word boot here has the same effect as if you had typed boot wd0
/image/current/kernel (/image/current/kernel always points to the
kernel image of your most recently installed IPSO). Typing boot —s
boots your Nokia into single-user mode.

m  install Performs a factory default installation. This command is dis-
cussed later in the section.

m  passwd Normally, access to the install command in the boot manager is
open to anyone with physical access to your Nokia appliance; no pass-
word is necessary. If you are not confident in the physical security mea-
sures at your workplace, it is probably a good idea to set a password for
access to this command. The first time you use passwd, it will prompt
you for a new password twice. Once the install password has been set,
you will be prompted for the current password before being allowed to
change it again.

\WARNING

Be careful! If you lose or forget the install password, in order to get
access to it again you will have to remove your hard drive(s), reboot your
Nokia appliance, change the install password, reinstall your hard drive(s),
and reboot again. Some older appliances without the boot manager in
flash memory must be returned to Nokia to have the password reset.

Reinstalling or Upgrading the Boot Manager

Reinstalling or upgrading your boot manager is sometimes necessary. Reinstalling
your boot manager is usually something your support provider will ask you to do
in rare circumstances—perhaps to rescue a system after a failed IPSO upgrade.
Manual upgrade of your boot manager is needed only when you upgrade IPSO
from version 3.2.1 to version 3.4 and later. Starting in IPSO version 3.3, the boot
manager is upgraded automatically for you if needed, so we recommend
upgrading to version 3.3 first, before going to any later version.You must be in
single-user mode to reinstall or upgrade your boot manager. The procedure is
outlined here:
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Download the boot manager specific to your hardware model and IPSO
version on a workstation or laptop that has network connectivity to
your Nokia appliance. To find the correct boot manager image file, go to
http://support.nokia.com, log in, and follow the Release Notes and
Software Download link for the version of IPSO you are interested in.
The link to the boot manager image is under the heading Boot
Manager Upgrade Images for the IP300 or IP500 and later series and
under the heading Boot Floppies for the IP400 series. Note that you do
not have to upgrade the boot diskette on an IP400 series device sunless
you want to perform a factory-default install.

Transfer the image file you just downloaded to your appliance using
FTP or SCP, remounting your root partition read/write with the com-
mand mount —uw /.

Now log into your Nokia, and check the md5 hash of the downloaded
image with md5 <path to downloaded image file>.The correct hash is
displayed on Nokia’s Web site, just below the image download link.

For the IP300 and IP500 or higher series, copy the downloaded image
file to /etc/nkipflash.bin.

For the IP400 series, copy the image to a diskette using the UNIX dd
command. On your Nokia device itself, you would place a diskette in
the drive and run the command dd if=< image path> of=/dev/rfd0.

Type reboot and follow the preceding instructions for getting your
device into single-user mode.

Since the IP400 series of devices uses the boot diskette as its boot man-
ager, you are done. The boot diskette will automatically start the factory-
default install process. (See the next section for details.)

If you have an IP300 series device, use the following commands to
install or upgrade your boot manager:

m  Install: /etc/install_bootmgr wd0 /etc/nkipflash
m  Upgrade: /etc/upgrade_bootmgr wd0 /etc/nkipflash

If you have an IP600 or IP700 series model, use the following commands:
®  Install: /etc/install_bootmgr wdl /etc/nkipflash

m  Upgrade: /etc/upgrade_bootmgr wdl /etc/nkipflash

249

www.syngress.com

o



234 nokia 08.gxd 3/3/03 3:04 PM Page 250 $

250 Chapter 8 * Advanced System Administration

10. Reboot with the command reboot. Your Nokia device should stop at
the boot manager prompt just after it restarts, because all its boot man-
ager environment was wiped clean by the upgrade or install. Simply type
set-defaults at the boot manager prompt to get them back to their
default values.

11. Proceed with your IPSO upgrade using the boot manager’s install com-
mand or use newimage from a shell prompt. If you were just rein-
stalling a previous boot manager version, bring up the system manually
with the boot manager’s boot command. (See the next section for the
specifics of the boot command.)

Performing a Factory-Default Installation

You might find it necessary to reinstall IPSO as thought it just came from the
factory—perhaps if you are configuring a previously used Nokia device or have a
damaged installation. As discussed earlier, the boot manager’s install command (or
the boot diskette on an IP400 series model) accomplishes this task. This proce-
dure will reformat and repartition your hard drive, so make sure that you have
performed appropriate backups before starting. The procedure is as follows:

1. Set up an FTP server and make sure the Nokia appliance you are rein-
stalling has physical network connectivity to it. Test your FTP server
from another host to make sure it works. The IP400 series has the capa-
bility of pulling the required files from its CD-ROM drive instead of
from an FTP server.

2. Download the necessary IPSO package (ipso.tgz) and whatever other
packages you want (such as FireWall-1) from either Nokia or Check
Point’s support site. Place the packages on your FTP server or burn
them onto a CD (IP400 series only).

3. Get to the boot manager prompt as described in the “Single-User
Mode” section. On an IP400 series device, you have to boot from either
the boot diskette provided with your appliance when it was shipped or
create a new boot diskette with the correct boot manager for the ver-
sion of IPSO you are reinstalling. The boot diskette will automatically start
the reinstall procedure when you boot with it in the drive, so skip to Step 7 at
this point.

4. Use the boot manager’s printenv command to see the version of your
boot manager, and make sure it is compatible with the version of IPSO
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you are installing. Use the guidelines in the section “Reinstalling or
Upgrading the Boot Manager,” if necessary.

5. Type install and press Enter from the boot manager prompt.
6. Enter the install password, if you set it up previously.

7. Follow the prompts, which will have you enter your device serial
number, specify both your IP address and the IP address of your FTP
server, and specify the username and login for your FTP server. You have
the option of getting the required files from a CD-ROM drive on the
IP400 series.

8. Once IPSO has been transferred and installed on your Nokia, reboot
with the reboot command.

9. After a reboot, you will be back at the Hostname? prompt, as if this were a
freshly unpacked box. Refer to Chapter 3 for the new install procedure.

Using CLISH

Command-line configuration before IPSO 3.6 was always a very difticult propo-
sition on Nokia firewalls, given the way IPSO handled system configuration. As
we discussed in Chapters 2 and 4, any changes you make to configuration files in
/etc are lost at the next reboot, and changes made with standard UNIX tools
such as ifconfig might not last even 5 minutes due to system daemons such as ifm
and pm that monitor interfaces or critical processes and restart or reconfigure
them on the fly, according to the settings in /config/active. The usual way to
make system configuration changes was to edit the /config/active file, then syn-
chronize it with the relevant configuration file in /etc with the *_xlate series of
commands. This method was imperfect, however, because anyone starting up
Voyager would not see your changes and could override them accidentally unless
a reboot was done after every change. The dbset command could also be used to
make changes from the command line, but very few of the dbset command
sequences were documented by Nokia, at least for public consumption.

User demand and the need for a scriptable interface that could enable remote
configuration changes caused Nokia to release the Command Line Interface Shell,
or CLISH, starting in IPSO 3.6. CLISH provides a simple command-line inter-
face to all Voyager configuration options, either through a shell-like environment
or from a file containing CLISH command sequences. If you are familiar with
the secure, remote command execution capabilities of SSH, you will see the
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potential that exists for a remote Nokia management tool. In this section, we talk
about how to enter and use the CLISH shell interface to make permanent system
changes, without going near Voyager.

CLISH Basics

To enter CLISH, type clish and press Enter from a command prompt. You will
see a Nokia> prompt, ready to accept commands. Although CLISH comes with a
large reference guide, it really is not necessary for most commands. Simply press
the Help (?) key at the CLISH prompt and a basic help screen will appear (see
Figure 8.2).

Figure 8.2 The CLISH Help Screen

Session Edit View Settings Help

sotchesperladminl# clish

You have an option of selecting one of the following operations

addl copy delete  dounload exit generate halt history  load quit reboot  reset
save

et shell  show testboot upgrade ver

Alsa-

<TAB> ke can be used to complste / Fstch the kewword,

"' key can be used to get help on feature ¢ keguord,

UP/D0KN arrou keus can be ussd to browse thru command history,
LEFT/RIGHT arrau keds can be ussd to edit comnand.

Tt lenn ' eto, are valid form of executing history cud,

At wore prompt, following keys can be ussd-
SPACE key to ses the next page.

ENTER key to see the next line.

075 key to exit to the cli promet.

Mok ia>

@Nw;l [} cuisn | [P vovs@zens () root@zens

The help operator (?) can even be used in the middle of a command string,
to give context-sensitive help on the argument you just typed and what needs to
follow. Some of the other nice features CLISH offers are Tab completion of com-
mands, command history perusal with the Up and Down Arrow keys (both of
which work much like the Bash shell), basic command-line editing with the
Right and Left Arrow keys, and C-shell style history search with the ! operator.
Pressing Ctrl + u will erase the current line; pressing Ctrl + ¢ will abort the
current command. Quit or exit causes you to leave CLISH, although this step is
unnecessary if you just want to execute a shell command or two. In that case,
type the shell command to spawn a subshell directly from CLISH; when you are
done entering commands, type exit to get back to the CLISH prompt.
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If you want to see what commands are available from one of the main sec-
tions shown on the basic help screen, type that command and press Tab.You will
see a list of valid command arguments that can follow whatever you just typed.
For example, if you want to see what the show command has to offer, type show
and press Tab.You will see something like the screen shown in Figure 8.3.
(Notice the More reminder at the bottom of the screen; it indicates there are
more completion choices, which you can access by pressing the Spacebar.)
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Figure 8.3 Show Command Completions in CLISH
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- Shou disk properties

- Shou disks on IS0 platforn

- NS related values

- IVHRP

- interface Foruarding_tabls

- displays the filesysten info

- IPS0 zroup nane

- all groups

- IPvd static host configuration

- hosthame configuration

- Will shou Useful Statistics

- TGP

- IGRP

- & systen image

- system images

- Shau paransters which regulate Inverse ATM ARP protacal behavior

@Nwil IECUSH @uuug@zeus mu(@zeus

If you press q, you are put back at the show command you just typed, with a
trailing space added for whatever you want to type next.You only ever need to
type just enough of the command or argument for it to be unique before
pressing the Tab key again, so type fowar, press TAB, and then press Enter.
When you press Tab, the phrase forwarding-table is completed for you and is then
displayed (see Figure 8.4).To get this command with the least amount of typing,
you could have simply typed sho and pressed Tab, then typed fo and pressed

Tab, then pressed Enter.

CLISH also has the capability to execute just one command or multiple com-
mands from a file in batch mode. To execute just one command, type clish —c
“command” from a shell prompt.To execute more than one command, place the
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commands (one per line) in a text file and execute them by typing clish —f com-
mandfile.txt. The same file can be loaded and executed from within CLISH as
well. From a CLISH prompt, type load commands commandfile.txt.

Figure 8.4 CLISH Display of the Forwarding Table

Session Edit View Settings Help

host - IPvd static host configuration
hostnane - hostrame conf iguration

iftrafficstats - Will shou Useful Statistics
Lgnp - IGHF
igrp - IGRF

inage - a systen image
lmages - system images

inatmarp - Shou paransters which regulate Inverse ATH ARP protocol behavior
ok ia> shou foruar

Nokia> shou foruarding-table

THET (default, id=0}
Dest ination Gateuay Flags et if
cu

default 192,168, 168,1 eth-s3p1c0
default REU

L0,0,0 CHU
10,10,0,0/16 sth-sdplc0 CRUM eth-sdplc0
10,10.0,0 sth-sdplc0 CRHU eth-sdp1c0
10,10,10,3 8:0:46;1d5a5:FF CRHLU eth-sdp1c0
10.10.10.10 sth-sdplc0 CRHU eth-sdp1c0
10.10.255,255 sth-sdplc0 CRHU eth-sdp1c0
127.0.0.0/8 BCU
127.0.0.1 loap0c0 CGH lagp0cO
192.168.168.0/24 eth-s3plc0 CRUH cth-s3plc0
192.168.162.0 cth-s3p1c0 CGHU cth-s3plc0
192.168.168.1 0:40:10:6:18:59 CGHLU eth-s3plc0
192,168 163100 eth-s3pled CGHU eth-s3plc0
192,168, 163101 CGHLU eth-s3plc0
192.168.162.101/36  0:a0:8e:1lke:dd CGHLU eth-s3plc0
192165 163,255 eth-s3pled CEHU eth-s3plc0
224.0.0.0/4 REU
224.0.0.1 COHU
240.0.0.0/4 ECU
055 | 266 055, 055 REGHU
THETE  (default, id=0}
Dest inat ion Gateuay Flags et if
default REU
11/ cu

CHU
1oap0s0 CRH 10op0c0

cu
RCU
CIHU
CIHU

@Ne\tl @CLISH @uaug@zeus mot@zeus

Commands entered via CLISH are applied to the running system immedi-
ately, but they are not persistent across reboots. Any configuration changes you
make must be saved to be permanent—much like the Voyager apply/save seman-
tics. To permanently save all your configuration changes from within the interac-
tive shell, type save config. To save your configuration changes to a separate file
named configfile.txt, type save cfgfile configfile.txt. This will be a full-blown
valid system configuration file and is saved in /config/db with all the other
system configuration files. Beware that the new configuration file is linked to
/config/active once it is saved, effectively altering your system’s active configura-
tion. This might not be immediately obvious and is not documented. If you are
using the one-oftf command form or the batch file form of CLISH, add the
switch —s to the command to force a configuration save after the command or
batch file executes, as in clish —s —f commandfile.txt or clish —s —c ““set vrrp
accept-connections on”’.

In general, CLISH commands are formatted as operator feature argument(s),
where operator 1s usually one of show, set, add, or delete.Yes or no arguments are
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generally specified yes or no on the command line, similarly for on or off. If you
know a feature name, using the word default for the argument always sets the
system default value, even if you don’t know what it is. This can be a good way
to get your system back to normal if you enter a strange setting by mistake.

If you maintain a Nokia system for which there are more administrators
besides yourself, it is helpful to block other administrators’ ability to make config-
uration file changes.To do this, enter CLISH and type set config-lock on.
Make your changes, then type set config-lock off to release the lock.You will
get an error message if you try to lock the configuration when someone has
already locked it.

Troubleshooting

When things go wrong, it is nice to know that you have a fully functional oper-
ating system under the hood that can help you get enough information to solve
problems yourself or at least to help your support provider fix the problem. This
section discusses the various command-line utilities that IPSO provides for per-
forming things such as recovering lost passwords, log management and searching,
packet sniffing, and memory usage collection. Many of these commands are
merely simple UNIX commands that we use together in the way that they were
intended, and some are creations of Nokia that allow you to gather information
for them, should the need arise.

Managing Logs

The IPSO operating system provides several command-line utilities and many log
files that can be used to troubleshoot problems or monitor user or process
behavior. Most of the log files created and maintained by IPSO are in the
/var/log directory, although some are in other subdirectories of /var. Check Point
FireWall-1 logs are kept in /var/fw/log. We talk about some of the most useful
utilities and log files in the following sections.

Searching and Displaying Log Files

Figure 8.5 shows the contents of the /var/log directory. The most useful file here
is the one named messages. This is the global system log, sometimes called the
syslog, and 1s preconfigured for you through settings in /etc/syslog.conf. Notice
that, in addition to a messages file (which is text and can be displayed as such),
there are seven files, named messages.0.gz through messages.6.gz. These are the
compressed system logs for the past seven months. Every month, a system cron
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job runs that truncates the /var/log/messages file after compressing and saving it
to /var/log/messages.0.gz. The old messages.0.gz file becomes messages.1.gz, and
so on, until messages.6.gz is deleted and replaced by messages.5.gz. So IPSO will
keep seven months’ worth of archived logs for you while keeping your logs from
growing uncontrollably and using up all the space in the /var partition. This pro-
cess 1s known as log rotation. IPSO rotates some other logs in /var/log as well,
including the HTTP access and error logs and the wtmp log that contains user
login and logout times. Some log files are rotated more frequently; the system
audit logs, for example, are rotated once per day because they have a tendency to
grow in size very quickly. This is another nice feature of IPSO; not all UNIX

operating systems do this for you.

Figure 8.5 Listing of the /var/log Directory

You can use the more command to page through a text file one screen at a
time with the Spacebar, and you can combine gzip and more to display the com-
pressed logs, without permanently decompressing the gzipped archive. Tail is
useful to watch logs in real time, and grep is a powerful search tool. For firewall
logs, the Check Point fix command can be quite useful and is typically much
faster and more responsive than Check Point’s log viewer GUI. The following are
some basic examples of using these commands; refer to the online man pages at

] 4 Shell - Konsole

Session Edit Wiew Settings Help

Lsgkladninlé 1ls —F
lcron

l=ven. log

=iy

[FuSysten. log

i, log

hour 1y
Ihttpo_access_log
Iht.tpd_access_log.0.zz
httpd_access_log.l.zz
ht.tpd_access_log.2.zz
httpd_sccess log.3.gz
httpd_access_log.d.zz
httpd_access_log.G.zz
usgk[admin]#

[isek[adminl# cd Jvar/log

httpd_access_log ,6.gz
httpd_error_log
httpd_error_log.0.gz
httpd_error_log.l.gz
httpd_error_loz.2.2z
httpd_error_lez.3.2z
httpd_error_log.d.zz
httpd_error_log.5.zz
httpd_error_log 6.2z
lastlog

luna.log

nessazes

nesgages 0.2z

ﬁ@ Ne\til IE Shell @ Shell No. 2

nesssges.l.gz
messages.2.gz
messages.3.gz
nesssges.d.gz
nessages.5.gz
nessages.6.gz
monitor/
monthly
pkg_confiz_log
rt_log
save_config_log
=nmpd. log

ssl engine_log

ssl_engine_log.0
ssl request_loz
sl request_loz.0
suzlog.sock=
ueskly

v
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www.freebsd.org/cgi/man.cgi?manpath=FreeBSD+2.2.6-RELEASE for detailed
information on these and many other IPSO commands. Documentation for
Check Point’s fiw command can be found in the FirelVall-1 Reference Guide avail-
able at www.checkpoint.com/support/downloads/docs/firewalll/4_1/CPRef.pdf
(support login required):

NoTE

more /var/log/messages Pages through /var/log/messages one
screen at a time.

gzip —cd /var/log/messages.6.gz | more Decompresses
/var/log/messages.6.gz and sends the output through a pipe to more.

tail —f /var/log/httpd_access_log Watches the HTTP access log in

real time.

grep —E ‘\<10\.100\.6\.1\>’ /var/log/messages Displays all the
lines in /var/log/messages that contain the IP address 10.100.6.1. (The

\< and \> character sequences are necessary so you don’t match IP
addresses such as 110.100.6.11).

grep —E —v ‘LOG_INFO |LOG_NOTICE’ /var/log/messages |
more Prints all the lines in /var/log/messages that do not contain the
strings LOG_INFO or LOG_NOTICE and pages through the output.

grep ‘LOG_CRIT’ /var/log/messages | grep —E —v ‘FW-

1| ex_expire’ | more Displays all the lines in /var/log/messages that
contain the string LOG_CRIT but do not contain the strings FW-1 or
ex_expire and pages through the output.

fw log —nft Displays the firewall logs in real time.

fw log —nft | grep —i ‘icmp’ | grep —i ‘drop’ Displays in real time
firewall log entries for the service icmp that are dropped by the firewall.
(The -i tells the system to do a case-insensitive string match.)

fw log —nft | grep —E ‘\<10\.100\.6.\1\>’ | grep —v ‘domain’
Shows all real-time firewall log entries containing the IP address
10.100.6.1 but that are not DNS traffic.

Remember that under normal firewall operating conditions, your firewall
logs are sent to your management console (in a distributed Check Point
installation), which in many networks is a Windows NT or 2000 server,
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not your Nokia box. The fw log commands will not display anything on a
firewall module, since there are no logs to display. The fw log commands
work on Windows NT or 2000, but the grep portion of those commands
does not. We recommend installing the excellent free software package
Cygwin (see www.gnu.org/philosophy/free-sw.html for what the term
free software means) on your Windows management station in that
case, because it will provide you with a Bash shell and all the familiar
UNIX text-processing utilities, including more, tail, and grep. The fw log
command is much less useful without these utilities, especially in high-
traffic environments. You can get a Cygwin net installer from
www.cygwin.com/setup.exe. The Cygwin package even includes the
latest OpenSSH server and clients, which can greatly ease remote admin-
istration of a Windows server.

Automating SCP Log Transfers

Sometimes it is necessary to transfer log files to another host because either your
/var partition is out of space or you want to get a log file to another workstation
for detailed analysis of some kind. It is possible to use FTP to transfer log files
from your Nokia device, but this process suffers from several problems:

m  The transfers are in plain text and can be sniffed, including usernames
and passwords.

m  Automating FTP is more involved than automating SCP transfers.

®  You must remember to use ASCII or binary mode to transfer files to a
remote host, depending on the file type (for example, uncompressed text
versus compressed binary files).

SSH, specifically SCP, addresses all these problems. It provides for secure,
encrypted file transfers using RSA or DSA authentication. Once the procedure
has been automated, it is a simple matter to schedule transfers using cron. Here
are the steps you need to take to set up this type of authentication.

First, you must generate public and private RSA keys for the user who will be
transferring the log files from the Nokia device. We assume that this is user admin,
since this will be the most common case, although you only need an unprivileged
user who has read access to the required log files at a minimum. Note that we use
CLISH and lynx to generate the appropriate SSH keys; you could use the ssh-
keygen command to generate a public/private key pair from the command line,
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although the keys generated by ssh-keygen will not be visible in Voyager if you do
so. CLISH is a good option for generating the public and private keys, because it is
simple to use and any changes you make while in CLISH can be written to the
global configuration file /config/active. We recommend generating version one and
two keys because doing so will support the widest range of SSH servers.

The CLISH commands are as follows:

Nokia> set ssh identity vl user admin size 1024 passphrase ""
Nokia> set ssh identity v2 dsa user admin size 1024 passphrase ""
Nokia> save config

Nokia> quit

Figure 8.6 shows a CLISH session that generates SSH version one and ver-
sion two key pairs for the admin user, followed by a listing of the /var/admin/
.ssh directory, where you can see the key pairs listed.

Figure 8.6 Generating SSH Key Pairs in CLISH

Session Edit View Settings Help

oot ekesperLadminl# clish -
Fiokiz> sst ssh identity vl user admin size 1024 passphrase "'

Hokia> set ssh identity v2 dsa user adwin size 1024 passphrass "*

Hokia> save confiz

Mokia> auit

Goodbue . .

lzatekesperfadmin]4 od “/.ssh

lzat ckesperfadminl4 1s -1

total &

—tfmmm == 1 root  whesl GG8 Sep 23 21:08 id_dsa
-ru-r--r=- 1 root uwheel G605 Sep 23 21:08 id_dsa.pub
SruSTmro 1 root wheel G320 Sep 23 21107 identity
—ru-r--r-- 1 root  uhesl 334 Sep 23 21107 identity,pub
-ru—r--r-- 1 root  wheel 332 Sep 2 00:36 known_hosts
I e et 1 rogt whesl 512 MNov 18 2000 random_seed
leatekeeper [adnin]4

@Navil duug@zeus @mn(@zeus @mut(@haﬂas @cusn

Here are descriptions of the files listed in Figure 8.6:

m  identity RSA (SSH version one) private key file.

®m  identity.pub RSA (SSH version one) public key file.
m  id_dsa DSA (SSH version two) private key file.

m  id_dsa.pub DSA (SSH version two) public key file.
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If you must use lynx to generate the SSH keys because you are using an
IPSO version prior to 3.6, open up a lynx session and select the Config link on
the opening screen. From there, navigate to SSH (Secure Shell) | Go to the
key pairs page | View/Create Identity Keys for User ‘admin’. You should
be at the screen titled SSH Identity Keys For admin, as shown in Figure 8.7.

Figure 8.7 Generating SSH Keys in lynx

Session Edit View Seftings Help

SEH Identity Keus For admin =~

Mokia Yousser: gatekeeper Wouager Inage
Fri Sep 13 22:57:36 2002 EDT

SEH Tdentity Keus For admin

Home Top Up Toc [applubutton,gif]l-Submit (Save) Hele

‘admin' RSA Authentication Identity
There is currently no RSA identity for admin,

CAPTION: Generate Mew RSA Tdentity for admin

Generate key of size: [1024 (recommended)]
Enter passuord:
Enter passuord (again’s

‘adnin' DSA Authentication Identity
There is currently no [SA identity for admin.

CAPTION: Generate Mew DSA Identity for admin

Generate key of size: [1024 (recommended}]
Enter passuord:
Enter password {again}!

Return to the main SSH page
Return to the the key-pairs page

A b _and Do t ink: Left to go back. =
Hielp Oiptions PIrint Glo Misin screen Qiuit /=search [deletelshistory list [ |
@New [ @SHEH @Shel\ Mo. 2

Keep the default key size of 1024 bits, and leave the password fields empty.
Apply your changes, and you should see the generated keys on the screen after a
brief pause, as shown in Figure 8.8.

Save your changes before exiting lynx, and then type c¢d ~/.ssh.You should see
the SSH key files listed after you type an Is —1. Note that the two public key files
are just ASCII text, so you can use cat to view their contents (see Figure 8.9).

The next step is to copy the two public key files /var/admin/.ssh/identity
.pub and /var/admin/.ssh/id_dsa.pub to the remote host that will be accepting
your transfers. You can copy the files to a diskette or use SCP to transfer the files.
It is even possible to completely avoid a file transfer and cut and paste the public
key text if you have a session to each host open in a console window or xterm.
Both keys should be appended to the end of .ssh/authorized_keys in the user
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account that will be accepting the log transters. Be careful not to overwrite this
file if it exists, because it could contain other public keys from other SSH clients
and removing them will disable logins for those hosts. Once this is done, you
should test connectivity from your Nokia device to the host with the SSH server.
Assuming the remote host has an IP address of 10.100.6.153, and you copied the
public key files to dmaxwell’s user account, for example, you can type ssh
dmaxwell@10.100.6.153 to open a remote session. The first time you connect,
you will be prompted to accept the host key for 10.100.6.153, which, when
accepted, will be appended to your ~/.ssh/known_hosts file. You should connect
and be dumped into a command shell as user dmaxwell without being prompted
for a password, since the SSH client and server have authenticated each other
with your public and private keys.

Figure 8.8 Generated SSH Keys

Session Edit View Seftings Help

SEH Idertity Keus For admin (pl of 27 =

Mokia Youazer: gatekeeper Wouager Inage
Fri Sep 13 22:59:23 2002 EDT

SEH Tdentity Keus For admin

Home Top Up Toc [ETIINETRISHHESTINRE (Save) Hele

-~ Success ———-
Frply susesssful,

‘admin' RSA Authentication Tdentity
CAPTION:

Key length: 1024
Key exponent: 35

Key modulus:

1335907 194166346 3686697662052 164003767741 360580406 724605401 1850435597 379536 3522685655547 070526724 15259320043
32426 18512562499057 1580274 1664935608074052455 9609933 182 3306530561 9793260294 3637 102657 300887 898964097754 3430
55133557 379919285327 455929621527 8680497 154 3792565 1045070605 749121 7887 38217 19586 1474517064793

CAPTION: Generate Mew RSA Identity for admin
Generate key of size: [No new key ]

Enter password:
Enter passuord (againtt

'admin' DSA Authentication Tdentity
In OpenSSH fornati

ssh-dss
ARAAB3NzaC 1kc3MARACBAMH Vi jSdEh2Ce.] # IHDGMAok P Te ¥ vonZ 20w2gCyHsSBUF TO Nz o7 c i 3w LdoW iz I55F 1x91ralZg5zchl SRHceZMe
WSM3HWYoCOF JZ2ul /A2u/SIMVD VeV, Wk Z Y TBtEF B 1BLakKR L YNYREL 7H 1c1r T5hp0 IMnmDF BSkbe3a MdAARARF OCSNMIHKWB iAW 12 Yu
FT7 i3zAxauARATEA=L i aAcky O 102R6 /TIHZ2UVe 15/« OVPA+d 18AGT0R 15 1+ LuHSnMusk e t.rkZ suk 17 zonB8 D, jk JNUGs Lin+SSNEISZ Tubk +
1irFrOE3HuskcPE5R /ZDPZ0VZP BubMpg 1t u5 2ok UuSpE sABINYROGCH AHWGEHKE sLHRFYUREKP T CARACBATL jvnn T I9%=VHAMDNESPHor
ah3+IB26zNp2knGH+o/HF GZauDnHn xB2HCE ysrhGaepAC THOMAK w0 JILaHyZCFH+f v i cR2t 22AK 90VSEaBkNUZE Tel b0 Vel HUF +K9VdCd
zMM2pik 1ze6s87Fhusc ige /T8y + FACEUN Goilv+
In S5H2 Format.:

-—-- BERIN S5H2 PUBLIC KEY ----

Comment: “"DSA key converted from OpenSSH format ™

RAAFRB3MNzAC 1kc3MARACBAMK Y, jSciGh2Ce I/ IHDGMUok P Ie Y wenZ20v2oCyHeSBUF TD LNz

o2 i3w ooz I55F LxF L ralzeSzobl SRMceZMpHEM3HH VolCOF JZ2wl /A2u/SDyVIVeVGe, j

FUCSHHEHB LY I

it .
Arro n t oLl ki Left to go kack. =
Hielp Oiptions PIrint Glo Misin screen Qiuit /=search [deletelshistory list [ |

@ Ne\tiHml @ Shell No. 2

NoTE

You can read more about the basic theory behind public-key cryptog-
raphy in Chapter 10 of Check Point NG Next Generation Security
Administration, published by Syngress Publishing, ISBN 1928994741.
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Figure 8.9 SSH Keys in /var/admin/.ssh

Session Edit Wiew Settings Help

zatekeeperladnind® cd .ssh -
satekeeperfadnindt ls -1

total &

B 1root wheel 672 Sep 13 22:59 id_dsa

-ru-r--r-- 1 root wheel 605 Sep 13 22359 id dsa.puk

-ru-- 1root wheel 530 Sep 13 22153 identity

-ru-r 1root wheel 334 Sep 13 22:59 identitd.pub

-ru-r--r-- 1 root wheel 332 Sep 2 00336 knoun_hosts

== 1 root wheel 512 Hov 18 2000 random_seed

zatekeeper[adninl# cat identity,pub

1024 36 1395907194 1663463686697662952 164003767741 2R06804067 24605401 1850435697 378536 3522686856647 070626724 1525932004 332
42613519562499087 1580274 166493848807 40524669609932 182330683866 19793280294 2697 102657900887 BB896.40997 754343056 1338573799
19288327748592962 15278680497 15437925681 04507 0605749121788738217 19586 1474517064793 rootRzatekesper

patekesper[adninlé cat. id_dsa,pub

szh-tlss RARAB3NzAC 1kc3MARACBAMK Vi i5dGh2Ca ¢ IHIGMOokP Te ¥ venZ 20v20CyHsSEU TO Nz 67 c 13w 1doWHz I55F 1x31ra0Zg5zc6L SRMoaZMokS
M3HWYoCOF J22u1 /A2u/SOWVD YelGe Wk 2y TELAF B 1BL akR 4L YNYREE7W 1o 1r T8k IMumDF BSHbe3a MRARAF ACENM3KHuB iU WU 12 'Y uF T7 13sAxawAn
RIEAs iaRchy vl 102RG/ DHZ2UYe 15/ «0VPA+4 18AGT0R i% 1+ luHSNMuek et rkZsud 17 zonBD jkINUGe LKn+S5NUTSZ Ltk + 1 i+ r0E3HYskePB5e /zDPZ
0YzPBubMpe 1t w52 ok uSpE 2ABSNYROBCH /HWGHE L sLHRFYUASKP TVWoARACBATL junuT I99=VHAMDNEBPUor sh3 +DB26zNp2bnSH+o /HF GZayDnHn Y=E
PUCEYsrhE6epAC THIMAK WED0 T ILaHyZ0FN+F v icR2t 22AKA0VSEaSKNUBE Jel b0 Vel HUZ +H3YdCdzMM2pkk 1266287 Fhusc ige /JBx+7ACEUNGoi lu+
oot Boatekesper

zatekeeper[adninl#

R |

@ Ne\i [ @ Shell @ Shell Mo. 2

Once you have cached the server’s host key by logging in once, you can ini-
tiate unattended, encrypted file transfers with SCP. Assume you want to transfer
all the firewall logs from your Nokia to the remote SSH server. You would use
the following command to do so:

scp /var/fw/log/*log dmaxwell@l0.100.6.153:
Note the trailing colon (:); this is necessary because SCP expects a target path
specifier. In the command, the colon is shorthand for Place the file in the home

directory of the user dmaxwell. All files matching the pattern *log in your
/var/tw/log directory will be transferred.

WARNING

Do not attempt the command while your management station is run-
ning, because the firewall processes have the log file opened for access
continuously. Either run fwstop first, or perform an fw logswitch com-
mand, followed by an fw logexport, and compress your firewall logs
before transferring them.
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Recovering Passwords

Any good firewall administrator’s toolbox should have the answer to the question,

“What do I do if I lose or forget the admin password?”” Nokia has a procedure

that allows you to reset the admin password if you have local console access. Here

are the steps involved:

1.

NoTE

Boot into single-user mode from a directly attached console connection.
In IPSO version 3.4.x and later, the console is considered “secure,’ so
you will not be prompted for a password if you boot into single-user
mode from the boot manager prompt. (See the section “Single-User
Mode” earlier in this chapter.)

For this procedure to work, you must boot into single-user mode from
the boot manager prompt.

You will not be able to change the admin’s password in lynx, because
you need the old admin password to even start lynx. Nokia has an exe-
cutable that will allow you to temporarily change the admin’s password.
Run /etc/overpw from the single-user shell. Follow the prompts (see
the code that follows).

Type reboot or Ctrl + D and allow the system to come up into full
multiuser mode. If your version of IPSO is 3.5 or greater, skip to Step 7.

In IPSO 3.4, a bug prevented the overpw command from working cor-
rectly, and it assigned an empty password to the admin user. You will not
be prompted for an admin password in this case when the system comes
up, enabling you to get to a command shell, but you still will not be able
to log into Voyager because it does not accept empty passwords.

A fix for this situation is to run the command dbpasswd admin new-
p
password > where newpassword is your new password and the trailing

€999

specifies the old, empty password.

Run the command dbset :save to save the new password to the active
configuration file.

263
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7. Once this procedure is complete, you should be able to use Voyager or
lynx again to set a new, permanent admin password.

Here is what the above procedure looks like when run through on IPSO 3.6:

Enter pathname of shell or RETURN for sh:

# /etc/overpw
This program is used to set a temporary admin password when you have
lost the configured password. You must have booted the machine into
single user mode to run it. The configured password will be changed.
Please change the temporary password as soon as you log on to your

system through voyager.

Please enter password for user admin:

Please re-enter password for confirmation:

Continue? [n] vy

Running fsck...

/dev/rwd0f: clean, 65453 free (2461 frags, 7874 blocks, 0.6%
fragmentation)

/dev/rwdOa: clean, 36154 free (42 frags, 4514 blocks, 0.1%
fragmentation)

/dev/rwd0d: clean, 5802929 free (625 frags, 725288 blocks, 0.0%
fragmentation)

/dev/rwdOe: clean, 902680 free (992 frags, 112711 blocks, 0.1%

fragmentation)

Admin password changed. You may enter "D to continue booting.
THIS IS A TEMPORARY PASSWORD CHANGE.
PLEASE USE VOYAGER TO CREATE A PERMANENT PASSWORD FOR THE USER ADMIN.

Using tcpdump

We saw above how grep and other command-line tools can be quite useful in for-
aging through firewall log files, but sometimes you need to see a more detailed
view of network traffic. This is where fcpdump comes in. It is a network snifter
that can be used to display packet header information from various levels of
IPSO’s TCP stack.

The most basic use of fepdump is to examine all the traftic across a network
interface. It will show you a decent level of detail by default. The syntax for this
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task 1s tepdump —i <interface name>. So, for example, if your Nokia’s internal (phys-
ical) interface was named eth-s1p3, you would use tcpdump —i eth-s1p3 to see
all the traffic coming across that interface. This command usually gives you too
much information, however, so tcpdump will accept Boolean expressions on its
command line that will filter the output.You can specity hosts, ports, or protocols
as part of the expression.

The easiest way to learn is to see some examples of fepdump in use. Table 8.2
shows the most common tpdump command line arguments, whereas Table 8.3
shows some useful command sequences you can try yourself. If you would like
more information, the man page for tepdump is one of the few available in IPSO.
Don’t forget that you can always use grep with the output of tepdump, as we did
with the log files earlier.

Table 8.2 tcpdump Command-Line Arguments

Option Meaning

-a Converts numeric addresses to names.

-c <number> Stops after processing <number> packets.

-e Displays the Layer 2 header information.

-i <interface name>  Listens on interface <interface name>.

-n Don’t convert numeric addresses to names.

-q Prints less information.

-r <filename> Reads packets from file <filename>, which was cre-
ated with the —w option.

-S Prints absolute, as opposed to relative, TCP sequence
numbers.

-V, =WV, -VWV Various levels of output verbosity, in increasing order.

-w <filename> Writes output to the binary file <filename>.

Table 8.3 tcpdump Examples

This Command... Will Show You...
tcpdump —i eth-s1p3 host All the traffic to or from the host
10.100.6.153 and not port 80 10.100.6.153 that is not on port 80 over

the interface eth-s1p3.

Continued
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Table 8.3 tcpdump Examples

This Command... Will Show You...

tcpdump —i eth-s1p3 src host

10.100.6.153 and tcp dst port 22 host 10.100.6.153 over the

tcodump —i eth-s1p3
—-w vrrp.out proto vrrp

tcpdump —i eth-s1p3 —r vrrp.out

tcpdump —i eth-s1p3 udp port 500

eth-s1p3.

binary file vrrp.out.
lected above.

eth-s1p3.

All the TCP traffic to port 22 from the
interface

All the VRRP traffic across the interface
eth-s1p3. This will be written to the

All the data from the file vrrp.out, col-

IKE key negotiation across the interface

In the commands described in Table 8.3, the output file generated by the —w
switch is not a text file and can only be read by tpdump or some other software
written to parse the binary file format. If you want to save text output, redirect
the standard output of these commands to a text file, as in tepdump —i eth-s1p3
host 10.100.6.153 and not port 80 > tcpdump.txt. Figure 8.10 shows the output of

an SSH session from my workstation at 10.100.6.153.

Figure 8.10 Output of tcpdump —i eth-s1p3 host 10.100.6.153 and port 22

] onsole |
Session Edit View Seftings Help

[bash® topdunp -1 eth- s1p3 Hust 10.100.6.153 and port 22

tepdump: listening on et

11 249,910551 0 10, 100 e 1 22 > 10,100.6.153.41300: P 923855994 1928856066 (72} ack 2203251039 win 16384 <no
timestamp 10516341 234016876>

[11715745,316785 1 10.100.6,153 41300 > 10,100,6,1,591 . ack 72 uin 16500 <nop,nop,t Lncstanp 334016033 105189
41> (DF}) [tos Ox10]

11:12:50,913317 0 10,100,6,1,22 > 10,100,6,163,41300; P 72:266(184) ack 1 win 16384 <nop.nop.tinestang 10616
943 2340168833

11;13:50,913579 I 10,100.6,153,41300 > 10,100,6,1,22; ., ack 256 win 16500 <nop,nop.timsstanp 234016983 10516
3435 (DF) [tos 0x10]

11:13:50,913653 0 10,100,6,1,22 > 10,100,6,153,41300; P 256:424(168) ack 1 win 16384 <nop.nop.tinsstams 1051
6943 294016383

11;13:50,913863 I 10,100.6,153,41300 > 10,100,6,1,22; ., ack 424 win 16500 <nop.mop-tinsstanp 294016983 10516
343> (DF} [tos 0x10]

11:13:51,910268 0 10.100.6.1.22 > 10.100.5.153.41300: P 424:584(160) ack 1 win 16384 <nop.nop.tinsstanp 1051
6945 294016383

11:13:51,910508 I 10.100.6.153.41300 > 10.100.6.1.22: . ack 584 win 16500 <nop.mop.timestanp 294017083 10516
345> (DF) [tos 0x10]

11:13:51,910597 0 10.100.6.1.22 > 10.100.6.153.41300: P 584:752(168) ack 1 win 16384 <nop.nop.tinsstanp 1051
6945 234017083

11:13:51,910806 I 10.100.6.153.41300 > 10.100.6.1.22: . ack 752 win 18500 <nop.nop.timestamp 294017083 10516
945> (DF) [tos 0x10]

11:13:51,910861 0 10.100.6.1.22 > 10.100.6.153.41300: P 752:1080(328) ack 1 win 16384 <nop.nop.timestamp 105
16945 294017083>

1:13:51,911132 T 10.100.6.153.41300 > 10.100.6.1.22: . ack 1080 win 16500 <nop.nop.tinestanp 294017083 1051
69455 (DF) [tos Ox10

11:13:52,910283 0 10.100.6.1.22 > 10.100.6.153.41300: P 1080:1240(160) ack 1 win 16384 <nop.nop.timestamp 10
516347 2940170833

11:13:52,910525 I 10,100.6,153,41300 > 10,100,6,1,22; . ack 1240 win 16500 <nop.nop,timestamp 294017183 1051
Ead7> {IF) [tos Ox10]

11:13:52,910618 0 10,100,6,1,22 > 10,100,6,163,41300; P 1240:1408¢168) ack 1 win 16384 <nop.nop.tinestame 10
516947 2940171833

11;13:52,910829 I 10,100.6,153,41300 > 10,100,6,1,22; ., ack 1408 win 16500 <nop.nop,timsstanp 294017183 1051
347> (DF) [ros 0x10]

11:13:52,91088d 0 10,100,6,1,22 > 10,100,6,153,41300; P 1408;1736(328) ack 1 uin 16384 <nop.-nop.tinestams 10
516947 294017183>

11;13:52,911186 I 10,100.6,153,41300 > 10,100,6,1,22; ., ack 1736 win 16500 <nop.mop.tinsstamp 294017183 1051
6347> (DF) [tos Ox10]

11:13:52,911235 0 10.100.6.1.22 > 10.100.5.153.41300: P 1736:1896(160) ack 1 win 16384 <nop.nop.tinsstams 10
516947 294017183>

11:13:52,911443 I 10.100.6.153.41300 > 10.100.6.1.22: . ack 1896 win 16500 (nop.nop.timsstamp 294017183 1051
947> (DF) [tos 0x10]

11:13:52,911501 0 10.100.6.1.22 > 10.100.6.153.41300: P 1896:2064(168) ack 1 uin 16384 <nop.nop.tinestams 10
516947 294017193>

11:13:52.911709 I 10,100.6,153.41300 » 10,100.6,1.22: . ack 2064 win 18500 <nop.nop.timestamp 294017183 1051 I

6947> {DF) [tos 0x10]
TE

| N I ) rmacicie | ciev || ) sk | (M e
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Let’s analyze one of the lines in this output so you get an idea of what the
information actually means.You should have a basic understanding of how
TCP/IP works to get the most out of tepdump.

11:13:49.910766 I 10.100.6.153.41300 > 10.100.6.1.22: . ack 72 win 16500

<nop,nop, timestamp 294016883 10516941> (DF) [tos 0x10]

The first part, 11:13:49.910766, is a time stamp, which is as accurate as the
IPSO kernel’s internal clock. The part 10.100.6.153.41300 > 10.100.6.1.22 says
that this packet came from 10.100.6.153, port 41300, and went to 10.100.6.1, port
22.The period (.) after the colon indicates that no TCP flags were set in this
packet. We could see an S (SYN), F (FIN), P (PUSH), or R (RST) here as well.
The string ack 72 means that this packet had a piggybacked ACK on it, for the
72nd data byte. win 16500 says that our available receive bufter is 16,500 bytes. The
string <nop,nop,timestamp 294016883 10516941> describes various TCP options;
the nop 1s a “no-op,” used as padding. The only TCP option set in this packet is the
timestamp option. The two numeric values are the timestamp value and timestamp
echo reply. The (DF) means the “don’t fragment” bit 1s on, and [tos 0x10] is the IP
Type of Service option. In this case, 0x10 is the Minimize Delay option.

NoTE

An excellent reference on the inner workings of TCP/IP can be found in
Richard Steven’s book, TCP/IP Illustrated, Vol. |, ISBN 0201633469.

Troubleshooting Flows

Firewall flows are a feature Nokia added to the IPSO operating system to specifi-
cally work in conjunction with and increase the throughput for certain types of
FireWall-1 traffic. To understand how flows work, we need to understand how
IPSO and FireWall-1 normally work together to inspect and route packets at the
kernel level.

The traditional name for the path that packets take through the IPSO kernel
is slowpath. First, a packet comes in via a network interface and gets a kernel route
lookup at the device driver level. It is then passed up to the FireWall-1 kernel
module, where it i1s checked against the connection table. If the packet is not in
the table, it gets checked against the firewall rule base. Assuming that the packet is
part of an existing connection or is accepted by the rule base, it gets passed back

www.syngress.com



234 nokia 08.gxd 3/3/03 3:04 PM Page 268 j\%

268 Chapter 8 * Advanced System Administration

down to the network interface device driver (now as an outbound packet), where
it gets another route lookup. Then the connection table/route lookup process is
repeated again, before the packet is sent on to its destination. This means that two
connection table lookups and three routing table lookups for every packet. Nokia
found that the bottleneck in this slowpath process was the connection table
lookups, which are very slow compared with packet routing.

In an attempt to increase FireWall-1 throughput, Nokia implemented what is
essentially a copy of the connection table at the device driver level. In what
Nokia terms flowpath, incoming packets now get a connection table lookup at the
same time they get a routing table lookup from the network interface device
driver. The connection table lookup is done with the cached copy, not the
FireWall-1 copy. If the packet matches an established connection, it is immedi-
ately forwarded on to its destination. If the packet does not match a connection
table entry, it is passed up to the FireWall-1 kernel module, where it continues
with the slowpath process as normal. Changes to the FireWall-1 connection table
(for example, for new connections) are immediately propagated to the cached
copy so that it is always up to date. This process results in a throughput increase
for firewall traffic, with the best performance increase seen with small (64-byte)
packets that are part of long-term, existing connections (such as large FTP or
SCP transfers, for example). Nokia claims a four-fold increase in throughput in
the best case, with performance gains decreasing as the packet size increases. A
small amount of overhead is incurred when a new connection is established,
because of the need to update the cached copy of the connection table, but this
overhead is offset by the performance gains described, so throughput actually
increases, even if only slightly, in almost all cases.

Firewall flows do have some limitations, however. Flows are not used at all for
encrypted, ICMP, multicast, or authentication (security server) traffic. If you want to
increase throughput of your VPN traffic, install a hardware accelerator. The combi-
nation of flows and a hardware VPN accelerator is the reason that Nokia’s IP series
devices attain such high firewall throughput numbers (refer back to Chapter 1).
Note that NAT and antispoofing configuration data is cached by flows.

NoTE

Do not confuse Nokia’s flowpath with Check Point’s fastpath, which is a
way to avoid connection table lookups in older FireWall-1 versions by
assuming that all non-SYN packets were part of an existing connection
and could be accepted without a connection table lookup. You could
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implement this at a global level by checking off the fastpath option in
the version 4.0 policy editor. Although this feature resulted in some per-
formance improvement, it was woefully insecure. Nokia’s flows are a
way to get an increase in throughput without any loss of security, since
every packet gets the required connection table lookup.

There have also been problems with the implementation of flows in older

versions

of IPSO. The tool was introduced in IPSO 3.3 and has been enabled by

default in all IPSO releases since then. Several Nokia knowledge base articles

detail kernel panics that cause reboots when flows are enabled and certain condi-
tions are met in FireWall-1 versions 4.1 SP2, SP3, and SP5.You should read
Resolutions 4352 and 8731 in Nokia’s knowledge base if you are using any of

these versions. There are generally three solutions in each case:

1.

Apply a hot fix or upgrade your particular FireWall-1 version, either of
which can be downloaded from Check Point’s support site. If you are on
SP2 or SP3 now, SP4 will fix this problem. If you are on SP5 now, there
1s a hot fix available.

Upgrade to the latest FireWall-1 version and service pack available for
your version of IPSO. At the time of this writing, this is SP6, with an
OpenSSL hot fix. This 1s recommended because the latest service pack
always includes past bug fixes and almost always fixes other bugs or secu-
rity problems. Remember that not all versions of IPSO support all ver-
sions of FireWall-1, so you might need to upgrade your IPSO as well.
(See Chapter 5 for details.)

Disable flows with the ipsofwd slowpath command. Nokia recommends
this as a last resort.

You can always check whether flows are enabled with the ipsofwd list command:

usgk [admin] # ipsofwd list

net:ip:forward:noforwarding = 0

net:ip:forward:noforwarding author =

net:ip:forward:switch mode = flowpath

net:ip:forwarding = 1

usgk [admin] #

269
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You can see in this case that flows are enabled by looking at the net:ip:
forward:switch_mode line, shown in bold type. If lows were disabled, the word
flowpath would be replaced by slowpath.

Configuring & Implementing...

Understanding How IPSO Handles IP Forwarding

If Check Point’s FireWall-1 is not installed on your Nokia appliance, IP
forwarding is enabled by default, since most people would be using it
as a router in that case. If FireWall-1 is installed, IP forwarding is disabled
by default and, unlike other platforms supported by Check Point, the
cpconfig utility cannot be used to control IP forwarding. The state of IP
forwarding (either enabled or disabled) during the operation of the fire-
wall is given by a few simple rules:

1. If your Check Point firewall is unable to load a policy from a
management console when it starts and no previously loaded
policy is stored on the firewall (which would be in
$FWDIR/state), the system will load a default filter that blocks
all inbound network connections. This includes the case
where you unload your security policy with the fw unload-
local (NG FP2 or later) or fw unload commands.

2. If FireWall-1 starts and loads a policy successfully, IP for-
warding will be enabled.

3. When FireWall-1 is stopped with fwstop or cpstop, IP for-
warding will be disabled.

To manually enable IP forwarding, perhaps for network testing after
an fw unload command has been issued, use the following command:
ipsofwd on admin.

To manually disable IP forwarding, use the command ipsofwd off
admin.

The admin in both commands specifies the user who is changing IP
forwarding. You can see the current forwarding value, the status of
Nokia’s flows, and the last person who changed the state of IP for-
warding using the command ipsofwd list.
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Using ipsoinfo

The term ipsoinfo refers to the command that Nokia provides you to assist Nokia
or your support provider in troubleshooting, should the need arise. It is similar in
some respects to Check Point’s ¢pinfo (or_fwinfo), but ipsoinfo includes much more
information. In fact, if the ¢pinfo command is found when the ipsoinfo command
is run, it includes the ¢pinfo output in the file it generates. All you need to do to
run the command is type ipsoinfo and press Enter when logged in as the admin
user; after a while, the command will complete and leave a tarred, gzipped file
named ipsoinfo-hostname-mm.dd.yyyy-time.tar.gz in the /var/admin directory.
Be warned that this file can be quite large and can take some time to generate. If
you extract it (either with WinZip after offloading it or with tar and gzip), it will
contain the following files and directories:

®m A system summary file

® A dmesg output

®m A ¢pinfo output, if that command is present

m  The ipsctl.log file, which tracks changes made through ipsctl

m  The contents of the /var/etc, /var/log, /var/crash, and /var/tmp
directories

m  The contents of the /opt and /config/db directories

As you can see, this file will give you or your support provider lots of infor-
mation about your system configuration—enough to recreate it exactly, if that is
necessary. Figures 8.11 and 8.12 give you an idea of what the ipsoinfo process
entails, with and without ¢pinfo, respectively. ¢pinfo does not come bundled with
your Check Point software; you must download it from www.checkpoint.com/
techsupport/downloading/utilities.html.

Using dmesg

The dmesg command outputs several screens of useful data, normally just the con-
sole messages printed by IPSO during its boot sequence. However, it also prints
the most recent console errors on your running system. Figure 8.13 shows a par-
tial output of the dmes¢g command on a smoothly running system—meaning that
it has had no console errors that have displaced this information. In IPSO, the
boot-time dmesg output is always saved in the file /var/run/dmesg.boot, so you
can always look there if need be.You can see that your CPU type and speed, total
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Figure 8.11 ipsoinfo Run With cpinfo

Session Edit View Seftings Help

zatekeeperladnin]t ipsoinfo -
Saving susten sumnary

Saving MANIFEST files of active packages ...
Saving TIPSO configuration files {/config}
crinfoi Command not found,

crinfo (I:01103; Beginning ...

Using cptfut

fvardacessdoonf rec: Mo such file or directory
cpinfo ¢T:0112): Enbedding Files ...

cpinfo (13011133 Done
Savirg local config Files {fvar/etc)

Savirg IPSO log Files (fvar/log)
Saving cron state (fvar/cren)

Savirg adnin dot Files (fvardadmind

Saving console messages

Saving ipsrd dump state

Saving IPSO kernel status file {ipsctl -a)
Saving base TIPSO core dumps (/var/tmp)
Savirg other cors dumes

Savirg kernel orash dumps {/uar/crash}

Compressing output fils,

@ Hew @ Shell @Shel\ No.2

R |

Figure 8.12 ipsoinfo Run Without cpinfo

Session Edit View Sefings Help

Savirg HANIFEST Files of active packazes ... =
Savirg IPSO corfiguration filss (‘confiz}

cpinfo: Command not Found,

WARNING: cpinfo is rot installed on the platforn or is nat exscutable.
This weans your ipsoinfa File will not cantain Check Point-specific
onfiguration infarmation. cpinfa will need to ke chtained From the
Following URL:

ht.tp://wau .checkpoint .con/techsupport /down loadsng /ut 11it les htnl

Once you have downloaded this utility and uncompressed it from the ZIP
ile, place the cpinfo binary in /var/etc on uour platforn fe.g.

cp cpinfo /vardetc), Make sure the file has execute permissions

(2.2, chnod ugox fvar/etc/opinfol,

Savirg local config Filss {fvar/eto}
Savirg IPSO log files {fvar/log)

Savirg cron state (fvar/oron)

Savirg adnin dot Filss (fvardadmind

Savirg consols messagss

Savirg ipsrd dump state

Savirg IPSO kernel status file {ipsctl —a)
Saving base IPSO core dumps {/varétmp}
Saving other core dumps

Saving kernel crash dumps {/var/crash}

Compressing output file.

3

e

@ Shell @ Shell Mo. 2

Figure 8.14 shows the partial dmesg output of a system experiencing many
console errors, in this case on a Nokia system with Firewall-1 installed. This
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particular error message indicates a synchronization problem with Nokia flows

and Check Point’s state tables, for which a hot fix is available. These errors also

appear in this system’s log file, /var/log/messages, as critical errors.

Figure 8.13 Output of dmesg Command Showing Boot Sequence

Session Edit Wiew Settings Help

Copyright (o) 1982, 1986, 1983, 1991, 1993

Recizing packet buffers: mbufs 15380 clusters 7680

releng 1051 08,01,2002-121200

CPU: 267-MHz Ke-2 (5B6-class CPU}

real memory = 67108864 (64M hytes)

avail memory = SO67EI2E (S93M hbuytes)

chip0 <Intel 82439Tx (MTC? System Controller> rew 1 on pciQ:0:0
piix0 <Intel 82371AB (PIIX4) PCI to ISA bridge> rev 2 on pci0i7:0

Frobing for devices on the 15 bust

sioh ot Ox3FE-0xIFF ire 4 on isa

sio0: tupe 16550A

siol at Ox2FE-0x2Ff irg 3 on isa

siol: tupe 16550

o0 st 0x1F0-0xclf7 irq 14 on isa

udcO: unit O (udd); <WDC WDE4AA>. LEA, DHMA

udl0: Phusical geonetry: 16363 culs, 16 heads, 63 5/T
0 on motherboard

npx0; INT 16 interface

ultraisd at 0x0 on isa

zdlv0 <SDLcomm S00-series> rev 67 int a irg 15 slot 2

chanzing root deviee to wd0f
netlogieth-s3pl .. enabling 100kaseTH/UTF port in full duplex mode
et log ieth-sdpl .. enabling 100kaseTH/UTP port in Full duplex mode
net log teth-spl .. enabling l0kaseTAUTF port in half duplex node
Fu criver loadable interface called.

FH-1: 2 interfaces installed

FW-1: 2 interfaces installed

@ Hew Shell @ Shell Mo, 2

The Regents of the University of California. ALl rights reserved.

piixl <Intel 82371AB (PIIX4)} PCI to ISA bridge Function> rew 1 on pci0:7:l

wd(; B455MB (16514064 sectors?. LBA geometry: 1027 cyls. 255 heads,. 63 S5/T

piix2 <Intel B2371RB (PIIH4} PCI to ISA bridge Function> rev 1 om pci0:7:2
piix3 {Intel B2371RAB (PIIH4} PCI to ISA bridee Function> rew 2 on pci0:7:3
FxpQ <Intel EtherExpress Pro 10/100B Ethernst> rev 5§ int & irg 10 slok 3
Fxpl <Intel EtherExpress Pro 10/100B Ethernst> rev 5 int & irg 11 slob d
Fxp2 <Intel EtherExpress Pro 10/100B Ethernst> rev 5 int & irg 12 slot §

zer-z2pl: SDLcomm S00-series adapter O port 1 {Interface type H.21 rew 1),

Figure 8.14 Output of dmesg Command Showing Console Errors

Session Edit View Sefings Help

w_expire; c319cd00 (data; c319codd) ld_del failed to ex_remove
w_expire: c30c3370 (data; c30d33dd) ld_del failed to ex_remove
ex_expire; c30d376c (data: c30d3740) ld_del failed to ex_remove
x_expire:; c313d5390 (data; c313d96d4) ld_del failed to ex_remove
_expire: c319a0c8 (data: c319a09c) ld_del failed to ex_remove
ex_expire: c3085c28 (data: c3085bfd) ld_del failed to ex_remove

FW-1 : Fu_xlate_forw_cre() - got invalid interface -1
FW-1 : Fu_xlate_forw_cre() - got invalid interface -1

del failed to ex
del failed to ex
del failed to ex.
del failed to ex.
del failed to ex
del failed to ex
del failed to ex.
del failed to ex.
del failed to ex.
del failed to ex.

x_expire: c30afded (data: c30aFd98) 1d,
x_expire: c30af728 (datat c30afffc) 1d,
H_expiret c319c2e8 (datat c319cZbo) 1d,
x_expire: c20d1480 (datat c30d1454) 1d,
x_expire; c3148260 (data: c3148234) 1d,
lex_expire; c30d13F8 (data: c30d13cc) ld,
_expire; c3173048 (data: c3173014) 1o,
w_expire; c30afed8 (data: c30afebc) 1o,
w_expire; c30af8c0 (data; c30aF89d) 1o,
w_expire; c3076904 (data: c30768d8) 1d,
w_expire:r c3130040 (data; c3130014) ld_del failed to ex
_expire: c319c3bd (data: c319c388) ld_del failed to ex_remove
ex_expire: c31dB728 (data: c31486fc) ld_del failed to ex_remove

rEMOVE

TEmMOvE
remove

lex_expiret c31307k0 (datat £313078d) 1d_del failed to ex_
s expiret c30c0084 (datai c30c0058) ld_del failed to ex_remove
x_expire: c304dac0 (datai 530ddabd) ld_del failed to ex_remove

@ Ne\il IE Shell @ Shell No. 2

lex_expire: c30afc78 (data: c30sfcdc) ld_del failed to ex_remove |

ex_expire: c30c2e08 (data: c30d2e5d) ld_del failed to ex_remove |
lex_expire: c31d898c (data: c31d8960) ld_del failed to ex_remove |
lex_expire: c3199%ald (data: c31999e0) ld_del failed to ex_remove !
ex_expire: c3l3d7b0 (data: c313d784) ld_del failed to ex_remove !
lex_expire: c30d376c (data! c30d3740) ld_del failed to ex_remove !
lex_expire: c30840e0 (data: c20840ac? ld_del failed to ex_remove |
lex_expire: c30cOche (datat c30c0c30) ld_del failed to ex_remove |
x_expire: c30c0el0 (data: c30cOded? ld_del failed to ex_remove |

lex_expire: c30af7h0 (data: c30sF784) ld_del failed to ex_remove |
lex_expire: c30c02ad (data: c30c0278) ld_del failed to ex_remove |
ex_expire: c312865c (data: c31286307 ld_del failed to ex_remove !
ex_expire: c3050a9c (data: c3050a70) ld_del failed to ex_remove |
lex_expire: c30765dd (data: 30765480 ld_del failed to ex_remove |
lex_expire: c307cedc (data: c307ceb0) ld_del failed to ex_remove !
ex_expire: c30clede (data: c30c0eb0) ld_del failed to ex_remove !
lex_expire: c3l3d98c (data:! c313d960) ld_del failed to ex_remove !
lex_expire: c3076fa8 (data: c3076f7c) ld_del failed to ex_remove |
lex_expire: c307ce®8 (data: c307cebo? ld_del failed to ex_remove |
ex_expire: c31282ad (data: c3128278) ld_del failed to ex_remove |
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Memory and Processes

In this section, we discuss memory and process monitoring from the command
line. It is useful when you are troubleshooting any system to have a good grasp of
what the system processes are actually doing behind the scenes, so we will tell
you what some of IPSO’s system daemons do. Where appropriate, we discuss
CLISH and how to display this information from a CLISH shell.

The ps command gives you a useful snapshot of what is happening on your
Nokia system, if it is used with the right arguments. Figure 8.15 shows the
output of the ps -auxwm command, which displays statistics about all processes
running on your Nokia device, in order of memory consumption.

Figure 8.15 Output of the ps -auxwm Command

Session Edit View Settings Help
leatekeeper[adnin]# ps auxwun -
USER PID xCPU #MEM W52 RS5 TT STRT STARTED TIME COMMAND
root. 0,0 2,4 21692 1420 77 10:44PH 1:12,94 Fud {Fu)
root. 342 0,0 0,9 17484 492 77 Ss 10:44PH 0:20,90 Fun
root. 383 0,0 0,5 7160 276 77 S 10:47PM 0:04,87 cpstat_monitor
froot. 356 0.0 1.2 6976 A72 77 5 10:45PH 0:57.52 mdg 0 (fussd)
froot. 353 0.0 0.0 5884 0 7?7 Id 10:45PM 0:04.71 in.asessiond O (Fussd)
root 285 0.0 1.9 8852 1132 77 Sz 10:d3PM 001,90 Jaindiperd N
root 354 0.0 0,5 bere 280 77 I 10:45PH 004,70 inLaufpd O (Fussd)
root 312 0,0 0,9 4180 508 77 Sz 10:d4PM 0:49.28 /blr\/snmpd =
root 19 0.0 0.0 3032 8 7?7 Ids 10:43PM 0205,18 o
2% 0.0 0.9 2080 532 77 Ss 10:d3PM 0:01.43 /bm/Fmd -t fvar/log/fmTraps.log -2 Jvar/
log/FrErrors. log -1 fvard
jroot. 299 0.0 0,8 1936 476 77 Ss 10:d4PM 4:41.59 fhindmonitord
root. 34 0.0 0,0 1452 0 77 Id  10:45PM 0:01.99 cpca
root. 288 0.0 2.4 1432 1384 77 S 10:d43PM 0:14 .57 /hindxpand
Inobocdy 317 0.0 0.0 1252 2 77 I 10:ddPM 0:02,19 /binshttpd -d /web
Inobody 318 0.0 0,0 1216 12 77 T4 10:d44PM 0:02,67 /binshttpd -d /web
Inobody 352 0,0 0,0 1204 12 7?7 IW  10:d5PM 0:01,41 Jaindhttpd -d Sueb
Inobody 785 0,0 0,0 1192 I 1:36AM 000,17 Jhindhttpd -d Jueb
jroat. 360 0,0 0,6 1168 324 77 § 10145PM 3:59,38 dtlsd 0 {dtls}
roat. 96 0,0 0,0 1100 7 T 103d43PM 001,65 /opt/CPshared-50-02/bin/cerid
root. 286 0,0 0,2 1004 92 77 Ss 103d43PM 0306,72 Jhindhttpd —d Jueb
root. 71 0,0 0,0 83 100 7?7 TIks 10:d43PM 000,28 Jhinden
root. 180 0,0 0,0 A8 7 Ths 10:43PM 0:00,33 /Dpt/ﬁ?sharad 50-02/hindcpud
root. 291 0,0 0,2 624 108 77 Sz 103d43PM 000,26 Jhindifn Jconfiglactive
root. 1270 0,0 0,8 576 440 p0 Ss B112PM 000,21 -csh (csh)
root. 1269 0,0 1,8 480 1068 77 5 B112PM 000,72 sshd-x; adminBttypl (sshd-x)
root. 1316 0,0 0,4 432 220 p0 R+ B131PM 000,04 ps -auxum
froot. 306 0.0 0.3 404 172 7?7 Iz 10:d4PM 0:01.30 Jusrishin/sshd-x -0
froot. 1 0.0 0.2 38 84 77 I=  10:43PM 000,03 /shin/init —-
root 303 0.0 0.0 352 7 Ids 10:d4PM 000,03 Joindoamd
root 304 0,0 0.5 276 288 77 Iz 10:d4PM 000,54 Jusr/shin/cron
root 2%9% 0.0 0.0 248 7 Ids 10:d3PM 000,73 Jopt /CPFul-50-02/bin/ifwd
root 234 0.0 0,0 232 0 77 Ids  10:43PM 000,05 Jusrishin/inetd -n
0.0 0.0 22 0 77 Ids 10:ddPM 000,11 Jhindipsopmd -s /var/ne3suser/schedule -p
/varfne3suser/repositary
jroot. 305 0.0 0.0 204 0 77 Ids 10:44PM 0:00.02 fhindpocardd
root. el 0.0 0.3 188 180 77 Is  10:d3PM 0:00.49 syslogd -6
root. 260 0.0 0.0 180 0 77 I 10:43PM 0:00,01 Jusr/libexec/getty Po tiyv2
root. 262 0.0 0,0 180 0 77 I 10:43PM 0:00,01 Jusr/libexec/getty std 9600 ttunc
root. 816 0.0 0,1 160 68 d0 Is+ 2:19AM 0:00,02 Jusr/libexec/getty std 9600 ttud0
root. 258 0,0 0,0 180 0 77 T4 10:d3PM 0:00,01 Jusr/libexec/getty Po ttywld
root. 259 0,0 0,0 180 0 77 T4 10:d3PM 000,01 Jusr/libexec/getty Po ttywl
roat. 2 0,0 0,1 o 20 77 DL 10343PM 037,79 {pagedasnon’}
roat. 4 0,0 0,1 0 20 77 DL 10343PM 009,75 {update’
root. o 0,0 0,0 e} 0 D= - 000,00  {swapper}
root. 3 0,0 0,1 o 20 77 DL 10:43PM 0:34,63  {vndasmon? -
leatekeeper [adnin]4 -
@Naw @anug@zeus @mnt@zeus @mutt@haﬂas @CUSH

What do these processes do? Some, like ¢sh, have obvious functions, but
others, like /bin/pm, are more mysterious. The following is a list of the most
important processes you are likely to see running on your Nokia appliance. They
are presented in alphabetical order by process name:

m  cron Executes scheduled commands as configured per user in a crontab
file. The system crontab is in /etc/crontab.
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csh The default command shell run when you log into IPSO remotely
or via serial console. This can be changed; see Appendix B for a list of
shells available on IPSO.

fmd The Fault Management daemon.
getty Monitors serial ports for user logins.
httpd The Apache HTTP daemon as used by Voyager.

ifm Monitors all interfaces for changes and maintains consistency with
/config/active.

ifwd Monitors network interfaces for changes and reloads the firewall
security policy so that it enforces the policy on the new interfaces.
Nokia recommends disabling this daemon on firewalls in its final inter-
face configuration. This can be done through Voyager in the Check
Point configuration section. ifwd can be useful on systems with hot-
swappable NICs, such as the Nokia 600 or 700 series devices.

inetd A daemon that listens for network connections for the servers it
has enabled in its configuration file, /etc/inetd.conf. In a default Nokia
installation, the only network server enabled is Telnet.

init The first process started by the kernel after system boot. It starts all
the getty processes that listen for console logins and also starts the inetd
process that listens for network logins.

ipstrd The IPSO routing daemon. It modifies routing tables after
dynamic routing protocol updates or static route changes.

monitord Collects real-time statistics on interfaces and routing.

pagedaemon Manages the movement of memory pages into and out
of main memory.

pccard The PC Card Daemon. Handles the insertion and removal of
PCMCIA cards.

pm A daemon that monitors certain critical processes and restarts them
if they die.

rcm Controls the system’s run level (single- or multiuser).
snmpd A daemon that responds to queries via SNMP.

sshd-x Secure Shell daemon. Listens for incoming secure shell
connections.

275
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®m  swapper Manages the system swap space.

m  syslogd Daemon that logs system messages.

m  update This daemon flushes file system caches to disk periodically.

® mdaemon Memory daemon. It manages virtual memory.

m  xpand Implements operating system changes to the global configura-

tion file /config/active.

Sometimes during testing or network troubleshooting, it is useful to have a
historical view of process and memory data. If you simply need a synopsis of
memory and swap space usage at any given moment, you can use the command
vmstat —ism | more to get very detailed memory and swap statistics, including how
much memory each process in your system is using (see Figure 8.16). This form
of vmstat 1s actually run as part of the ipsoinfo command.

Figure 8.16 Partial vmstat —ism Output

pnsole |
Session Edit View Settings Help
[Flemory statistics by tupe u =
Type Inlse Menlse Highlse Linit Requests Limit Limit Size(s)
dewbuf B0 12k {12k 3S3LK 24 0 0 16,32,64,120,286,512, 1K 4K, 32K
socket 188 47K 54K 2BILFK  3H1E 6 0
296 45K 49K 33K 30772 0 0 16,32,64,128,296,512
routethl 6 B 7K ZBIL2K 5725 o 0 16,64,128,1K
Zankie o o 1K Z5ILEK @0 o o 128
ifacddr 44 2K 2K 383L2K o 0 32,64,128
o ok B ZLIZK 1800814 6 0 1K
ioctlops o oK 4K FE3L2K o 0 286,542
2K 2K ZBILEK o 0 128
pg 26 1% 1K 35312 170 @ o 32
sezsion 25 1®% 1K ZEIL2K o o 32
mount, 3 3K ZEILZK 5 o 0 b1z
vhodes 4253 44k 441K ISILAK 4322 0 0 16,129,286
namecache 3316 224K 224K 36312K e o 0
UFS quota 16K 16K 39IL2K i @ 0 16k
UFS mount 43 326 32K 3B312K o 0 286,4K, 2K, 4K, 16K
2 18K K 35312K 8167 o 0 128256
UM mapert 2954 3K 128K 35312K o 0
U object 3087 388K 447K 30I12K 267120 © o 1z8
UH cbjhash 868 44K 4K 33K 248223 o [T
WH pager 2738  BK  BEK Ib3iaK  2zpIay o 0 32
UM pgdata 4605 g6k 7SiK  35ILK 13 0 16,32,64,126,256,512, 1K 2K, 4K, 8K, 16K, 32K
= 374 24Kk 26K DI 1008SBL O 0
file dess 61 12K 13K 3531 o 0 128,266,612
lockf 20 K K 3K 7IEI0 0 0
pro 48 13K 14K ZB3IEK o 0 16,128,266
bproc 52 ax 4K 35IL2K 1253 o 0
LFs segnent K 4K ZBIL2K w3 o 0 32,64
node 2411 03K Go4K  FEILIK 20 o o 288
£i 4K FE3L2K o 0 64,129
IHSDOZFS mount K BK  ZILEK S 0
mp 543zl 28K 353K o o 0 16,32,126,256,542,8K
Bhys 163 ZDK 30K 353l [ 0 1282k
Gzip trees o ok 67K 53K SesRr o 0 32,64,128,296,512,1K, 2K, 4K 6K, 32K
ipsckl 4006  2BAK 272K JEILBK 4085778 O 0 16,32/64.128,512, 4K, 3K, 4K, B, 32K
iPfamily 1® 1K ZmILEK 4 @ 0 256
nexthop 42 7K 48K 3EIL2K 2084 0 0 129,25
ifnet & 2% 2K ZILZK 3 0 16,
Ftimer 19 61k B1K  393L o 0 256,512, 1K, 4K, 8K, 16K
Lo 13 1K 3K ZBILK el o 0 16,3264
policy code 13 2K 2K FmIL2K 13 o 0 £4,128,1K
Firsflall-1 442 741K 7824K 35312K 82 0 0 B12,14K, 2K, 4K, 816K, F2K 64K, 128K, 256K , 512K
Hot Suap 21 E ZK  ZILEK 21 9 0 64,128,366
ifphys 4 4K 4K 353K 4 o 0 4K
isiz 2 1K 1K ZBILEK R o 32
slotinfo 15 3900K 3900K F531ZK 15 o o sizk
ip fud 5 1% 1K ZEIL2K 5 o 0
isdn 2 1® 1K Z5312K 3 0 0 64,128,512
ip cluster i EN BK 353K i @ 0 8K
Memory Totsls: In Use  Free  Requests
1430BK 420K 5736722
15469 cpu context switches
85915707 device interrupts
772011 softuare inkerrupts
239747 traps
52204435 system oalls
14052 swap pager p =
44550 zuap pager pages paged in
24142 Suap pager pageouts
42956 swap pager pages paged out
11765 ns
S10% wnode pager pages paged in
B1040 wnode pajer pajeouts
51040 wnode pager pages paged out
a9z daemon wakeups
18771348 pages examined by the page daemon S
7371 pages reactivated =
@NEW I @duug@zeus @mnt@zeuﬁ @mut(@haﬂeﬁ @EUEH

Look at the vmstat output. If the MemUse or HighUse column is greater
than the Limit column for any of the categories, you might need to upgrade
your physical memory.
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If you want to know which processes are routinely hogging your memory,
CPU, or swap space, you can use the following script, written by Nokia and
available in Nokia’s knowledge base as Resolution 11093. It 1s designed to be run
periodically from cron and determine which processes are using the most memory
and swap space. When run, it appends its output to the file /var/admin/
vmstatmon.out. Here is the crontab entry you should use:

0,5,10,15,20,25,30,35,40,45,50,55 * * * * /var/admin/scripts/vmstatmon.sh

You can insert this line into the admin user’s crontab using the crontab —e com-
mand, which opens a Vi editing session for you, or using Voyager or lynx if you
are using IPSO 3.6. It is possible to use CLISH or Voyager to schedule cron jobs,
but we recommend against using either one of them, since the interface is rather
clumsy and doesn’t appear to support schedules of finer than once per day
without adding a separate job for each time increment.

Make sure to save the following script as /var/admin/scripts/vmstatmon.sh,
and make it executable with chmod “+x /var/admin/scripts /vmstatmon.sh:

#!/bin/csh

source /var/etc/pm cshrc

# This program will monitor the usage of the swap file over time
# and list the top 10 processes hogging memory

# Save the output to this file

set output=/var/admin/vmstatmon.out

# Number of processes to report on

set processnum=10

HH#dHHHH A H4E main program begin

# print the date

echo 000000000000000000000000000000000000000000000000 >>! Soutput
date >>! Soutput

echo " " >>! Soutput

# print the swap file usage

pstat -ks >>! Soutput

echo " " >>! Soutput

# print the top process hogs

ps auxmw | head -${processnum} >>! S$output

Figure 8.17 shows the output of this script.
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Figure 8.17 Output of vmstatmon.sh

Session Edit View Seftings Help

lo0oooo000000000000000000000000000000000000000000 -

Mon Sep 23 20:24:50 EDT 2002

Device 1K-blacks Ussd  Avail Capacity Tupe
/de v/ udis 267907 112680 155163 422 Interlsaved

sER PID xCPU zHD1  VSZ RSS T STAT STARTED TIME COMMAND

ract. 336 0.0 2.4 21692 1420 77 10:44PM  1:12,60 Fud {(Fu)

ract. 342 0.0 0.9 17484 492 77 = 10:44PM  0:20.89 Fun

ract. 305 0.0 0.5 7160 276 77 I 10:47PM 0:04.87 cpstat_nanitor

ract. 35 0.0 1,2 6376 672 79 5 10:45PM 057,24 mdq O (Fussd)

ract. 353 0.0 0.0 5384 0 7 Id  10345PM  0:04.71 in.asessiond O tFussd)
ract. 285 0.0 1.9 5852 1132 77 Ss  10:43PM  0:01.89 Jkintipsrd M

oot 354 0.0 0.5 5676 280 77 1 101d5PM  0:04.70 in.oufpd O {Fussd}
oot 312 0.0 0.9 4180 508 77 Ss  10:4dPM  0:49.02 Jhin/snnpd -F

oot 196 0.0 0.0 3032 8 77 Ide 10id3FM  0:05,18 cpd

l0000000000000000000N00N00000DNNO0NONOONO0DON0000
Mon Sep 23 20:24:53 EDT 2002

Device 1K-blacks Used  Avail Capacity Tupe

/de v udth 267907 112680 155163 d2%  Interleaved

usER PID #CFU #HDY  VSZ RSS TT STAT STERTED TIME COMMAND

oot 33 0,0 2,4 21692 1420 77 10144PM 112,60 Fud {Fu)

root. 342 0,0 0,3 17434 492 72 b 10344PH  0320,89 Fun

root. 385 0,0 0,5 7160 276 7 1 10i47PM 010407 cpstat_nonitor
raot. 35 0,0 1,2 6976 672 77 S 10:145PM  0357,24 wdq O (Fussd)
root. 353 0,0 0,0 5384 0 77 I 10:45PM  0:04,71 in,assssiond O (Fussdh
ract. 265 0,0 1,9 9852 1132 77 Ss  10:43PM  0:01,89 Jbinfipsrd N
root. 354 0,0 0,5 5676 280 77 I 10:45PM  0:04,70 in,aufpd O (Fussd)
ract. 312 0,0 0,9 4180 508 77 Sz 10:44PM  0:49,03 /binfsnnpd —F
ract. 19 0.0 0.0 3032 8 77 IMds 10:43PM  0:05.18 cpd
0505005000030000000600066000600000305003030A0050

Han Sep 23 20:24:55 EOT 2002

Device 1K-blacks Used  fAwail Capacity Tupe

dle v udtl 267907 112680 155163 42%  Interleaved

L U ZMEM  WSZ RSS TT STAT STARTED TIME COMMAND -

1 )
vI @unug@zeus @mnt@zeus @mutt@haﬂas @CUSH

Designing & Planning...

Understanding IPSO Memory Allocation

The IPSO kernel allocates itself a fixed amount of RAM at system startup.
This memory is reserved solely for the kernel’s use and is hardwired,
which means that it can never be swapped out to disk, unlike memory
pages allocated to user processes. Just how much memory gets allo-
cated depends on how much total RAM your system has. Approximately
one-third of the total physical memory is reserved for the kernel’s use,
down to a minimum of 32MB. Applications (referring to processes in
kernel stack and kernel module(s), if any) are each allowed to use up to
60 percent of the memory allocated to the kernel.

For example, on an IP330 with 64MB of RAM, the kernel will reserve
the minimum of 32MB for itself, since one-third of 64 is approximately
21. Of that 32MB of kernel memory, 60 percent, or about 19MB, is avail-
able to any one application. The situation improves somewhat on an
IP440 with 256MB of RAM; now the kernel reserves 85MB for itself and
allows any one application to use up to 51MB.
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Why is this important? Because the Check Point inspection engine
is implemented as a kernel module and needs kernel memory for its
many state tables. In Check Point FireWall-1 version 4.1, the firewall
kernel module didn't need much memory (relative to the amount
reserved by the kernel itself), so a system with 64MB of RAM would run
FireWall-1 just fine. Check Point NG requires more kernel memory and
will run only adequately on systems with at least 128MB of RAM. You
might have had to increase the amount of memory allocated to the fire-
wall kernel module at some point, if you had a firewall with a large
number of concurrent connections passing through it. You can see just
how much memory the Check Point firewall module has allocated and is
using by executing the command fw ct/ pstat. The relevant section of the
output is the one titled “Hash kernel memory statistics”.

Note that IPSO imposes a maximum of 512MB for the kernel
address space, regardless of system RAM available. This means a max-
imum of 170MB is available for any single application process.
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Summary

The IPSO boot manager is a valuable tool, knowledge of which is a large part of
troubleshooting problems from boot failures to lost administrative passwords. Nokia
puts the boot manager in flash memory in all its currently produced devices,
although it has been on the system hard drive or even on a diskette in the past. The
boot manager’s main function is to load the IPSO kernel into main memory, and it
does this if left to function unattended. If the boot sequence is interrupted, how-
ever, the boot manager gives you access to a rudimentary command shell, from
which you can set and clear environment variables that control its function. The
boot manager itself can be upgraded or reinstalled if the need arises.

Also extremely useful and new in IPSO 3.6 1s the Command Line Interface
Shell, or CLISH, which gives you the functionality of Voyager from a command
shell. CLISH can be used in shell mode to enter interactive commands, or it can
be used in batch- or single-command mode. Changes to the global configuration
file /config/active can be made by saving your changes from the CLISH shell,
much like the Save button in Voyager. It is possible for administrators to get
exclusive access to the CLISH shell if they maintain a Nokia appliance with

, other administrators.
i!;

Nokia appliances can provide high levels of firewall throughput when flows
are enabled. The biggest performance gain is seen in long-lasting connections
with small packet sizes, such as large FTP transfers. Flows are enabled by default
in IPSO 3.3 and later and can be disabled if needed with the command ipsofivd
slowpath.

Troubleshooting problems can be made easier with the right command-line
tools; anything that can be seen or done from a GUI interface such as Voyager or
the Check Point log viewer is also possible from the shell. Managing and
searching log files, in particular, benefits from the flexibility that tools such as grep
offer. If your disk runs out of space or you need to more closely examine a log
file, SSH (SCP) can be used to initiate secure, unattended log file transfers to
remote hosts.

Other tools IPSO ofters to make your life as an administrator easier include
ipsoinfo, dmesg, ps, vmstat, and tcpdump. The ipsoinfo command is used to collect
detailed system data for troubleshooting by your support provider or Nokia,

whereas dmesg will show you boot-time messages or frequent console errors. The
commands ps and vmstat can be used to diagnose memory or swap space prob-

lems, and tcpdump provides for detailed network packet header analysis.
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Solutions Fast Track

Understanding the Boot Manager

4]

4]

&

The boot manager is responsible for loading the operating system kernel
into memory.

Nokia’s boot manager is kept in flash memory, but it has been on the
hard drive and diskettes, the latter in the IP400 series only.

Single-user mode can be accessed through the boot manager with the
boot —s command.

You can change the operation of the boot manager by changing the
value of various environment variables with the sefenv command.

The set-defaults command sets all the environment variables back to their
default values.

You might have to upgrade your boot manager prior to upgrading your
IPSO version.

You can upgrade or reinstall your boot manager from single-user mode.

You can perform a factory-default installation using the install command
or a boot diskette on the IP400 series of devices.

Using CLISH

4]

4}

CLISH has all the functionality of Nokia’s Voyager, from a command-
line interface.

CLISH can be run in shell mode or batch mode or used to execute
single commands.

CLISH provides context-sensitive help with the ? key and command
completion with the Tab key..

Remember to save your configuration changes with the —s flag or the
save config command.

It is possible to block other administrators from making changes with
CLISH with the set config-lock on command.

o

281

-

i .

P




234 nokia 08.gxd 3/3/03 3:04 PM Page 282 $

282 Chapter 8 * Advanced System Administration

Troubleshooting

M Most of IPSO’s system log files are kept in /var/log, except for firewall
logs, which are in /var/fw/log.

M IPSO rotates system logs monthly so that they do not grow
uncontrollably in size.

M grep, more, tail, and gzip can be used together to provide powerful log
searching capabilities.

M SCP can be used to automate the transfer of log files in a secure way.

M It is possible to recover a lost admin password with the /etc/overpw
command.

M tpdump can be used to show detailed packet-level data moving across a
network interface.

M Firewall flows are enabled in IPSO 3.3 and higher, providing for
increased FireWall-1 throughput for certain kinds of traffic.

M Ipsoinfo is used to generate a detailed system summary, which can be
useful to your support provider.

M Dmesg shows you recent console errors and boot-time messages.

M The ps and vmstat commands can be used to troubleshoot memory or
swap space problems.
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Frequently Asked Questions

The following Frequently Asked Questions, answered by the authors of this book,
are designed to both measure your understanding of the concepts presented in
this chapter and to assist you with real-life implementation of these concepts. To
have your questions about this chapter answered by the author, browse to
www.syngress.com/solutions and click on the “Ask the Author” form.

&

Q: My SCP transfers still don’t work, even though I followed your instructions. e B
What can I do? .

A: Pass the —v option to SCP.Try forcing one particular version of SSH with .‘.:I
—oProtocol=1 or —oProtocol=2. It you use strict mode checking in your SSH L

server’s configuration file (usually in /etc/ssh/sshd_config), try restricting
access to your SSH server’s ~/.ssh/authorized_keys file with chmod 0600

] |

~/.ssh/authorized_keys.

Q: Why does my Nokia reboot itself after a “Fatal Trap 12" error message?

A: This message indicates that the IPSO kernel can’t continue operating because

1

a serious error has occurred. A watchdog timer present in all Nokia appliances
causes an automatic reboot ‘of thesdevice if the kernel is unresponsive for any
length of time. These errors can be caused by hardware (memory or disk) fail-
ures, misbehaving application programs, or even IPSO kernel bugs. In any
case, these errors are worth a/call to'Nokia or your support provider.

Q: Can I increase the amount of kernel memory IPSO allocates to the Fire Wall-
1 connection tables?

A Yes, although this is rarely necessary in IPSO versions after 3.4.You need to
use the modzap utility, which can be downloaded from Nokia’s support site.
See Nokia knowledge base Resolutions 1261 and 1325 for details and down-
load links.

Q: I have an old version of IPSO and I want to upgrade, but I lost my admin
password. Why doesn’t /etc/overpw work?

A: IPSO versions 3.1.3 or before had a nonfunctioning overpw command. You
have to call Nokia support to get an internal-only resolution for this
problem.
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