


[bookmark: _GoBack]Access Control Principles

Organizations need to employ protection, detection and response frameworks specifically focused on privileged identities (and associated keys) that span the new hybrid enterprise.

Stage 1
Server Virtualization – 
· Consolidation (Capital Expense)
Stage 2
Distributed Virtualization
· Flexibility and speed
· Operational expense automation
· Less Downtime 
Stage 3
Private Cloud
· Self Service agility
· Standardization
· IT as a business
· Usage metering

Stage 4
Hybrid Cloud
· Costs for peak loads
· Flexibility for peak loads
Stage 5
Public Cloud
· Capital expertise elimination
· Increased flexibility (up and down)
· Business Drivers:
· Cost reduction
· Speed
· Agility
· New Application
· Software Defined IT Infrastructure
· New IT Operations Model
· New Risk / Compliance Issues
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