Information Technology
Purpose 
This policy outlines the standards required to prevent unauthorized computer and application access. scope 

This policy applies to any person, company, all ‘Corporate’ employees, including temporary and contractors, partners and vendors who use, access, control, rely upon, partner or work with ‘Corporate’ in any way.
Policy
Your privacy is important to ‘Corporate’ Corporation. This statement discloses the information practices for ‘Corporate’s Web site, including what type of information is gathered and tracked, how the information is used, and with whom the information is shared.

 

Information Collection and Use
‘Corporate’ Corporation collects information from our users at several different points on our website.  ‘Corporate’ Corporation is the sole owner of the information collected on this site.  We will not sell, share, or rent this information to others in ways different from what is disclosed in this statement.  .

 

Personal Information
In general, you can visit ‘Corporate’ on the Web without telling us who you are and without revealing any information about yourself. There are times, however, when we may request information from you.

 

You may choose to give us personal information, such as your name and address or e-mail id that may be needed, for example, to correspond with you, submit an application for employment or to provide you with information. It is our intent to let you know how we will use such information before we collect it from you on the Internet. 

 

Applicants for Employment
In order for job applicants to use our on-line employment application service, a considerable amount of information, including but not limited to name, address, contact numbers and work history are required for the application to be fully considered. 

 

This information is used primarily for the purposes of determining the applicant’s suitability for employment with ‘Corporate’, but the company reserves the right to use the information for other purposes consistent with this policy. ‘Corporate’ will never reveal this information to anyone for non-employment related purposes. 

 

Investor Information
Individuals interested in receiving information concerning investing with ‘Corporate’ are asked to furnish name and address information. This information is received and retained by a third party contractor and is exclusively used for the purposes of mailing a prospective investor packet to the requesting party. The information is retained by ‘Corporate’ and the third party contractor solely for administrative record keeping purposes. 

 

Information Security And Quality
We intend to protect the quality and integrity of your personally identifiable information and we will make a sincere effort to respond in a timely manner to your requests to correct inaccuracies in your personal information. To correct inaccuracies in your personal information, please return the message containing the inaccuracies to the intended recipient at ‘Corporate’ with details of the correction requested.

 

This website takes reasonable precaution to protect our users’ information.  However, information transmitted via the Internet may be subject to interception by third parties beyond ‘Corporate’s control. As a result, sensitive personal information should not be disclosed over the Internet.

Disclosure of Personal Data to Third Parties
‘Corporate’ may provide third parties with personal data processed on its systems for generally accepted business purposes such as court orders, subpoenas, employment verification, governmental licensing, underwriting, and other reasons.  All recipients of such information must definitively identify themselves, certify in writing the legal and customary purposes for which the information is sought and also certify that the personal data will be used for no other purposes.

 

Use of Cookies
A cookie is a small data file that certain Web Sites write to your hard drive when you visit them. A cookie file can contain information such as a user ID that the site uses to track the pages you've visited, but the only personal information a cookie can contain is information you supply yourself. A cookie can't read data off your hard disk or read cookie files created by other sites. Some parts of ‘Corporate’ Corporation use cookies to track user traffic patterns. 
We do this in order to determine the usefulness of ‘Corporate’s information to our users and to see how effective our navigational structure is in helping users reach that information. ‘Corporate’ does not correlate this information with data about individual users, nor does it share this information or sell it to any third party.
If you prefer not to receive cookies on ‘Corporate’s website, you can set your browser to warn you before accepting cookies and refuse the cookie when your browser alerts you to its presence. You can also refuse all cookies by turning them off in your browser. You do not need to have cookies turned on to use any area of ‘Corporate’s website. 

 

Log Files
We use IP addresses to analyze trends, administer the site, track user’s movement, and gather broad demographic information for aggregate use.  IP addresses are not linked to personally identifiable information.

 

Links
This web site contains links to other sites. Please be aware that we ‘Corporate’ are not responsible for the privacy practices of such other sites.  We encourage our users to be aware when they leave our site and to read the privacy statements of each and every web site that collects personally identifiable information.  This privacy statement applies solely to information collected by this Web site.

 

Notification Of Change
If we decide to change our privacy policy, we will post those changes on our Homepage so our users are always aware of what information we collect, how we use it, and under circumstances, if any, we disclose it. 

 

Any questions or comments concerning our website should be directed to:

· Standard
· n/a
· Guidelines
· n/a
Responsibilities 
It is the responsibility of all users and ‘Corporate’ information technology staff to follow the provisions of this policy.
Managers are responsible for implementing and communicating this policy within his/her area of responsibility, and to review with users any lapses in security responsibility as defined within the 
‘Corporate’ Security Policy.
Information Security is responsible for ensuring adequate controls are implemented in operating systems and applications to maintain the details defined in this policy.

Information Security and an Audit function should test operating and application systems and report on the integrity and availability of the systems to Management.
Compliance
Privacy infringements may result in employee disciplinary action up to termination. 

Temporary, contractor or other third parties in violation of this policy may result in contract termination and other disciplinary measures deemed appropriate.
Any lack of security responsibility deemed negligent by ‘Corporate’ may result in contract termination, employee disciplinary action up to termination.






