AIX Pre / Post Upgrade Checks

Pre Checks

1. Is UAM installed and do you have access to this server to run pbrun?

2. If UAM installed make sure that a UAM specialist is on-hand at cutover to restore UAM.  You will not be able to access the server after migration so UAM specialist is a must.

3. Are there ample scsi drives for nimadm? If not, can more scsi drives be added, if SAN attached migrate to free scsis, or, mirror's broken? 

4. Is there a Tivoli Monitoring agent running (ps -ef | grep lcf)?

5. Is there an EMC master agent running (ps -ef | grep mstragent)?

6. Is Tivoli workload scheduler running (ps -ef | egrep -i "tws|maestro|TWS")?

7. Is Tivoli storage manager agents running (ps -ef | egrep -i "dsmc|dsmcad")?

8. Is rsh available for nimadm, if not enable.

9. If using nimadm ahead of time be sure to disable /usr/local/scripts/altDiskBkup.ksh from crontab.

10. If using nimadm over night be sure to comment out umount -f allr from crontab.  This unmount nfs file systems so if you are upgrading the command will terminate it.

11. If UAM and aix 5.x - 7x be sure to save off UAM required files (/etc/passwd,/etc/group,/etc/security/passwd,/etc/security/group,/etc/security/user).

12. Save off a copy of /etc/motd if it contains KP configured items, ie: UAM or HACMP banners.

13. Save a copy of /etc/mail/sendmail.cf to be checked after the migration.   
14. Determine if the servers is a TWS domain manager by performing the following:

a. su to the TWS user from root (usually tws, maestro, or tws_server name)

b. After becoming the TWS uses issue the command conman

c. At the conman prompt enter sc.  You may see information like:

Post Checks
1. Has UAM completed their reinstallation can you once again log into the server (possible reboot after UAM work is completed)?

2. If there was a Tivoli Monitoring agent running (ps -ef | grep lcf) is it running after upgrade?

3. If there was an EMC master agent running (ps -ef | grep mstragent) is it running after the upgrade?

4. If Tivoli workload scheduler was running (ps -ef | egrep -i "tws|maestro|TWS") is it running after the upgrade?

5. If Tivoli storage manager agents were running (ps -ef | egrep -i "dsmc|dsmcad") is it running after the upgrade?

6. If rsh was made available make sure to disable it.

7. If /usr/local/scripts/altDiskBkup.ksh was commented out be sure to enable it again (after application users have verified that application functions on new AIX version)

8. If umount -f allr  was commented out be sure to enable it again.

9. If UAM and just upgraded to aix 5.x be sure to restore the UAM files that they requested to be saved 
(/etc/passwd,/etc/group,/etc/security/passwd,/etc/security/group,/etc/security/user).

10. Point the newly upgraded server to a sysback server that supports that version of the operating system.

11. Make sure /tmp/ftplog exists (touch /tmp/ftplog) and has been chmod to 666 as two different products (TWS and KP availability script) use this file.

12. Double check and make sure you have correct /etc/motd file, ie: if the server is part of an HACMP cluster then it needs the HACMP banner, also check for UAM banner.  Restore from saved copy.
13. diff the saved copy of sendmail.cf with the new version and pick out, then add, any customizations that allow external emails to be sent.

