Sample WINXML Query Interface Standards

Authentication 

Every query sent to WINXML shall contain the authentication information (user name / password) in the HTTP header complaint with the “Basic Authentication” scheme. The information shall be encoded per the Base64 algorithm.

Input Query

The following is a representative input query accepted by WINXML=>

 < sample here >

The following is a SOAP version 2.0 sample (unsupported)=>

< sample here >

SOAP Envelope

This is the outermost element information item of a SOAP message. Every query sent to WINXML shall be enclosed within a SOAP envelope. The tags are as shown above. The xml namespace specified is ignored by WIN. 

The newer SOAP envelope constructs are unsupported yet =>

<env:Envelope xmlns:env="http://www.w3.org/2012/03/soap-envelope">

</env:Envelope>

SOAP Body

This is a collection of zero or more element information items targeted at an ultimate SOAP receiver in the SOAP message path. The Body element information item has - a local name of body and a namespace name. The tags used in the sample above are acceptable – however the body name would change with every query.

The newer SOAP body tags are unsupported yet =>

<env:Body>

<m:alert xmlns:m="http://example.org/alert">

</env:Body>

SOAP Payload

This is the XML specific to individual queries. Please refer to the interface documentation for the specific query to determine the layout.

Output Response

The following is a representative response sent by WINXML

< sample here >

a. SOAP Envelope

Same as input, see the relevant description for details. 

b. SOAP Body

Same as input, see the relevant description for details. 

c. SOAP Payload

WINXML sends out the XML schema too part of the Payload in the response. The payload varies for each query.

