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FOR585: Advanced Smartphone Forensics

It is rare to conduct a digital forensic investigation that does not include a smartphone or
mobile device. Often, the smartphone may be the only source of digital evidence tracing an

individual’s movements and motives and may provide access to the who, what, when, where,
why, and how behind a case. FOR585 teaches real-life, hands-on skills that enable digital
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forensic examiners, law enforcement officers, and information security professionals to handle
investigations involving even the most complex smartphones available today.

FOR585: Advanced Smartphone Forensics focuses on smartphones as sources of
evidence, providing the necessary skills to handle mobile devices in a forensically sound
manner, understand the different technologies, discover malware, and analyze the results for
use in digital investigations by diving deeper into the file systems of each smartphone. Students
will be able to obtain actionable intelligence and recover and analyze data that commercial
tools often miss for use in internal investigations, criminal and civil litigation, and security

breach cases. FOR585 addresses today’s smartphone technologies and threats by studying real-
life investigative scenarios. Dont miss the NEW FOR585!

YOUR TEXTS AND APPS CAN AND WILL BE USED AGAINST YOU!



