
Requirements for new SQL server build
Security/Authentication Requirement

“SQLADMIN” 

Account which is used to installs the cluster must use an account with the following characteristics:
· The account can be domain or local account.  In case of SQL cluster it has to be domain account. The domain account does not have to be a domain administrator account. It can be a domain user account if it meets the other requirements in this list.

· The account must have administrative permissions on the servers that will become cluster nodes. The simplest way to provide this is to create a domain user account, and then add that account to the local Administrators group on each of the servers that will become cluster nodes. For more information, see Steps for configuring the account for the person who installs the cluster, later in this guide.

· The account (or the group that the account is a member of) must be given the Create Computer objects and Read All Properties permissions in the container that is used for computer accounts in the domain. Another alternative is to make the account a domain administrator account. For more information, see Steps for configuring the account for the person who installs the cluster, later in this guide.

Please click below link for more details

http://technet.microsoft.com/en-us/library/cc731002%28v=ws.10%29.aspx
Please provide following information to DBA team
· Domain Name = ??

· UserID = ??

· Password = ??

· “SQLSERVICE” 

This account can be a domain/local user account, the password for this account should always be set to never expire policy.
Requirement for cluster build

In case of Cluster build following information is required

· SQL Virtual Name = ? <ServerNameVSQL>
· SQL VIP BE / FE = 
· MSDTC IP = This should be configured by IT System Administrator
· MSDTC Disk (Can be as low as 1GB) = This is required to be configured by IT System Administrator 
· Quorum Drive = This is required to be configured by IT System Administrator 
Pre requirements

· .NET framework 3.5 or higher 

· Windows Installer 4.5
· Page File should be set properly (ideally it should be 2 times RAM)

· Drive for Binaries (D) = 

· Drive for Data (S) on SAN for clusters =
· Drive for Log (L) on SAN for clusters =
· Drive for TempDB (T) on SAN for clusters =
· Drive for Backup (Z) on SAN for clusters =

· Drive for MSDTC (M) only for clusters =  

· Drive for Quorum (Q) only for clusters

Note: for virtual builds backups and data files should be on separate data store

Binding Order of Network Interface Cards
· Ensure that the binding order for the NICs is correct as the SQL Server installation will report a warning if not configured properly. See Microsoft article 955963 for more details

Antivirus Software
Antivirus software must be configured to ignore specific directories and file types from being actively scanned as to not cause issues with database system operation.  On all SQL Servers, the following file extension exclusions must be set:
*.mdf, *.ldf, *.ndf, *.bak, *.trn

Additionally the directory where SQL Server is installed should be excluded from scanning specifically “C:\Program Files\Microsoft SQL Server\.” and “ D:\Progream Files\Microsoft SQL Server\.”.

It is important to note that there will be a local repository for the binaries for both standalone and clustered installations where the shared disk for the clustered installation will also need to be excluded, for example, S:\Program Files\Microsoft SQL Server\.
On a clustered installation it is specifically important to also exclude the following directories from scanning:
1) The path of the \mscs folder on the quorum hard disk. For example, exclude the Q:\mscs folder

2) The %Systemroot%\Cluster folder.

3) The temp folder for the Cluster Service account. For example, exclude the \clusterserviceaccount\Local Settings\Temp folder.
