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Sample Infrastructure Information Systems Planning

Overview

This policy defines the basic elements required for the <Company Name> Information Systems Planning.

Purpose

To obtain reasonable assurance that information system resources and strategies are sufficient to support the “Corporate’s” overall business objectives and strategies.

Scope

The scope of this policy includes all personnel, including external vendors, who have access to or are responsible for defining, planning or designing the requirements for the production systems for any and all systems located at the <Company Name> facility.

Policy 

Long and short-term information systems strategies will be formulated and approved by management to support the overall business strategy and technology requirements of the Corporate’s.
Due to the fast pace of technology, it may not be feasible for management to formulate long-term technology strategies.  However, technology plans for short-term needs should be in place.  These plans might address system upgrades or enhancements, system replacements, outsourcing, business alliances, etc. and should be tightly integrated with the “Corporate’s business strategies.

· Management will monitor progress against the long and short-term information systems strategies. 
· Management should periodically assess whether they are making progress in accordance with their plan, and make adjustments, accordingly.

· All technical staff skills and experience required for key positions will be clearly defined before hiring staff. 

· Management will monitor the adequacy of technical staff and related skills and experience. 

· Background checks will be performed when hiring information resource management personnel. 
· Employees are still the biggest threat to companies, which is why background checks (including candidates' credit and criminal history) become increasingly important for those applying for highly sensitive positions.  

· All key positions will be supported by succession planning and cross-training. 

· Key positions might include IT managers and highly skilled individuals like network engineers, firewall administrators, and application specialists. 

· All employees will be given regular performance appraisals.

· All necessary training will be provided to all technical personnel.
Management will monitory all training needs and needs updated based on regular performance assessments. 

Enforcement 

Any employee found to have violated this policy may be subject to disciplinary action, up to and including termination of employment. 


