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Request for Information Questionnaire

Investment

· Please quantify and clarify the summation of resources dedicated to the development and support of the relevant products to support an EDS (Enterprise Directory Service) initiative.


· Quantify and clarify the anticipated dedicated of resources toward Fifth Third Bancorp in an ongoing partnership for EDS (Enterprise Directory Service).


Strategic Alliances

· In addressing the EDS (Enterprise Directory Service) and Identity Management standards for the organization, identify any relevant strategic alliances that would be leveraged to address the solution.

Certification – Standards Compliance

· Indicate the certification status for your product with respect to the OpenGroup.

· Indicate the compliance and verification status with your product with respect to IETF RFC 1274.



· Indicate the compliance and verification status with your product with respect to IETF RFC 1558.

· Indicate the compliance and verification status with your product with respect to IETF RFC 1777.


· Indicate the compliance and verification status with your product with respect to IETF RFC 1778.


· Indicate the compliance and verification status with your product with respect to IETF RFC 1959.


· Indicate the compliance and verification status with your product with respect to IETF RFC 2195.


· Indicate the compliance and verification status with your product with respect to IETF RFC 2222.


· Indicate the compliance and verification status with your product with respect to IETF RFC 2251.


· Indicate the compliance and verification status with your product with respect to IETF RFC 2252.


· Indicate the compliance and verification status with your product with respect to IETF RFC 225/3.


· Indicate the compliance and verification status with your product with respect to IETF RFC 2254.


· Indicate the compliance and verification status with your product with respect to IETF RFC 2255.


· Indicate the compliance and verification status with your product with respect to IETF RFC 2256.


· Indicate the compliance and verification status with your product with respect to IETF RFC 2307.


· Indicate the compliance and verification status with your product with respect to IETF RFC 2798.


· Indicate the compliance and verification status with your product with respect to IETF RFC 3112.


· Indicate the compliance and verification status with your product with respect to IETF RFC 2820.

· Indicate the compliance and verification status with your product with respect to OASIS DSMLv2x.
· Indicate the compliance and verification status with your product with respect to the Java Authentication and Authorization Service (JAAS) v1.x.

Platform Characteristics 

· Characterize your product platform of choice. For example, on what platform is the directory product the most mature? 


· Characterize any other platforms that the product may run under and relative capability differences of each (i.e., Solaris, Windows, AIX, Linux, VMWare).


Footprint

· Describe the footprint characteristics of the directory software. Include data regarding the ability of the directory to deal with SMP, threading, backend database, etc.


Replication Architecture 

· Briefly describe your product’s capability to perform duo-mastering replication. This description should include any extraordinary constraints required to support this functionality, such as time drift tolerance, network latency, etc. 

· Briefly describe your product’s capability to perform multi-mastering (more than two) replication. This description should include any extraordinary constraints required to support this functionality, such as time drift tolerance, network latency etc.

· Briefly describe your product’s capability to perform provider-consumer replication. This information should include maximum N+1 relationships and whether multiple authoritative providers are allowed.

· Describe in detail your product’s capability to support chaining and referrals.

Indexing

· Generally describe the capabilities and strategy used by the product for indexing of directory data. Include any self-optimizing capabilities and toolsets used to tune indexing.

· Describe in detail the capabilities and or limitations to indexing attributes.

· Describe in detail the capabilities and or limitation to indexing directory entries “DN.”


· Describe in detail the available methods of index matching available for each permutation of indexing. 

· Generally describe the your product’s capability to accept alternate non-native methods of indexing.

Caching

· Generally describe the capabilities and strategy used by your product to cache information.

· Describe in detail the capabilities and or limitations of your perimeter caching model.

· Describe in detail the capabilities and or limitations of your index caching model.

· Describe in detail the capabilities and or limitations of your log caching model.

Transformation

· Generally describe any capability of the product to transform or replace data elements and tags in a real-time fashion for EDS (Enterprise Directory Service) consumers.


· Describe in the detail the requisite architecture components to support a transformation system.


Abstraction

· Generally describe the capabilities and strategy used by the product abstracting the Directory Information Tree (DIT) EDS (Enterprise Directory Service) consumers.


· Provide use case examples of abstraction capabilities that address suffix masquerading (e.g. ou=people,ou=marketing,dc=5/3,dc=com vs ou=people,dc=5/3.com).

· Provide use case examples of abstraction capabilities that address objectclass masquerading.

· Provide use case examples that allow joins and splits of the above-described data.


Virtualization

· Characterize and describe the product capabilities with respect to LDAP-based representation of non-native directory data (ACF2, Top-Secret, DB2-UDB, etc.).


Connector Technology

· Characterize and describe the product capabilities with respect to connectors, using the following information sources for identity and security information to be housed in the EDS (Enterprise Directory Service), including:

· SAP/R3

· Top Secret


· IBM DB2

· Microsoft Active Directory

· Radiant Logic VDS 

· BMC User Administration and Provisioning
· Business Objects

· Sharepoint
Monitoring

· Generally describe your product’s capability to integrate with 3rd party monitoring systems.

· Identify known monitoring implementations with respect to Nagios, HP OpenView, etc.


· Describe the strategy for monitoring and managing the health of the EDS (Enterprise Directory Service) system as it relates to your product.


Management

· Describe the EDS (Enterprise Directory Service) management strategy as it relates to your product. Specifically identify tools and their capabilities. 

· Describe how your product facilitates separation of duties as it relates to system owner, data owner, and organizational owner.

Identity Access Management

· Describe the strategy for providing access management to identity information housed within the EDS (Enterprise Directory Service).

· Expand this description to include access management to other information pertinent to the EDS (Enterprise Directory Service).

· Describe the access methods, interfaces, and or protocols for facilitating this service.

Directory Operations

· Describe your best practices for directory services implementation and operation. Provide candidate skill set expertise and anticipated operational effort to maintain such a system.







