Clinical - Actors and Key Use Cases

The following table identifies the main actors that will play a role in the new Identity Lifecycle and Provisioning solution

	Actor
	Description
	Current Use of
the Solution
	Expected Use of
the New Solution

	Provisioning Administrators


	Responsible for managing the provisioning application 


	Currently create and manage identities on various managed directories using varied processes and tools


	HR system will now provision users.  Administrators will only be involved in exceptional situations.



	Users
	Users logon to various security directories using various passwords.
	Call help desk for password resets and various profile changes.
	· Reset own passwords 

· Change own profiles

· Passwords across directories will be synchronized

	Managers
	Responsible for requesting identities and access privileges for their staff users and contractors.
	Submit requests to various security administrators using various procedures and forms, etc,
	· Provisioning  will now be  done by HR system

· Access privileges will be automatically provisioned based on predefined roles

	Data Owners
	Responsible for approving access to resources 
	Approve access to various resources on various systems using various processes and procedures
	· Participates in approval of new role definitions

· HR system will provision users via predefined roles


