This document is provided without warranty, always vet out what works best for you and your organization.

BigIP Pool Options

A pool is the grouping of JVMs that are balanced for 1 application.  The mentioned settings are all available to be changed at an application level.

· Server/IP affinity (sticky ip)

· This implies that requests from a particular client are routed back to the same JVM until the client's session (HttpSession) times out

· Options are Off and On

· Slow Ramp up Time

· This allows the user to slowly ramp up the number of connections assigned to any resource within the pool without allowing full traffic the instant a resource is enabled.

· Health Monitors

· Checks that ensure the resource is running appropriately within a pool.  Examples include monitoring the DateServlet to determine that the JVM is alive and healthy.

· Availability Requirements

· This allows the user to specify how many health monitors need to be up for an application to be considered up.

· Load Balancing Algorithm

· Predictive (Default)

· Grouping of multiple checks that gets better as time goes on

· Round Robin

· Equally distributes new requests amongst resources

· Least Connected

· Routes new requests to the resources with the fewest current connections

· Fastest

· Uses a ping to the resources to check the currently fastest resource and routes requests to that resource.

· Ratio (rarely used)

· Weaker resources can be set to get less traffic.

· Virtual IPs

· Set up the IP and Ports for resources

· Set up protocol

· Can adjust timeout lengths

· One Connect Profile

· This option allows the BipIP to move multiple connections into 1 connection in order to boost the speed between BigIP and WebServer.

· This should be used very cautiously with dynamic content

· HTTP Profile

· SSL Profile

· Turns off and on SSL for certain URLs

· Resource Persistence

· Cookie Persistence (default)

· A cookie is set on the browser so that the BigIP can use Server/IP Affinity for a user.

· Falls back to simple persistence if cookies are not enabled

· SSL Persistence

· Simple Persistence (IP)

· Bad for JDIS Dealers because of Proxy

· Not normally used.

· Profile

· Can change http calls to redirect to https

· iRules

· Can create rules to change protocols and redirect pages.

· Can create rules to change/mask text in HTML and search based on patterns such as ensuring the credit card numbers are always masked. 

